
International Journal of Research Publication and Reviews, Vol 6, Issue 6, pp 4524-4528 June 2025 

 

International Journal of Research Publication and Reviews 

 

Journal homepage: www.ijrpr.com ISSN 2582-7421 

 

 

Online Voting System 

Suhani S B1, Shagun Arya2, Simran3, Yuvaraj S P4, Yashas M5, Sanvi S K6, Sai Sawant7, Sneha A 

L8, Saqlain T R9, Sneha K10, Rakshita Talawar11, Shriraj J K12, Y Bhagyaram13 

1-13 CSE, DSATM, Bengaluru, India  

 

ABSTRACT 

The adoption of digital voting platforms necessitates a thorough evaluation of their capacity to refine electoral practices to mitigate the shortcomings of conventional 

voting methods a secure online system is proposed this transition hinges on the potential for remote voting which may enhance accessibility and influence voter 

engagement ensuring the validity of election outcomes demands a strong security framework this includes employing cryptographic techniques multi-layered 

authentication and exploring distributed ledger technologies or biometric verification to combat fraud and maintain voter confidentiality real-time result 

dissemination and auditable logs are crucial for promoting transparency thereby strengthening public trust in the processs legitimacy applicable across diverse 

electoral scenarios this system seeks to improve efficiency by automating tabulation and minimizing administrative burdens. 
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INTRODUCTON 

An electronic voting stage enables people to cast their polls carefully cultivating a more straightforward available and secure appointive handle this 

technique demonstrates important for decisions inside organizations instructive teach and indeed national-level administration by allowing authorized 

clients the capacity to vote remotely without the require for physical surveying stations this framework streamlines the discretionary prepare conventional 

voting strategies such as paper polls and electronic voting machines EVMs frequently require critical time and labour to address these confinements an 

online voting framework offers upgraded exactness comfort adaptability protection and unquestionable status this stage encourages inaccessible voter 

enlistment and interest to guarantee a consistent involvement an coordinates chat bot gives real-time direction to clients at each organize of the prepare 

making strides accessibility Javas stage freedom vigorous security highlights counting encryption and verification and solid database network through 

jdbc and sleep make it a favored dialect for creating online voting frameworks besides effective web improvement systems like spring and servlets 

contribute to the systems effectiveness and scalability key functionalities of the online voting framework include voter verification this guarantees that 

as it were enlisted people are allowed to take part in the election candidate administration this highlight empowers the expansion alteration and show of 

candidate information digital vote casting this permits each voter to cast a single vote for their chosen candidate vote arrangement and result display this 

work naturally checks the votes and presents the decision results security protocols this envelops encryption captcha usage and session administration to 

defend against false exercises. 

LITERATURE SURVEY 

Using several encryption techniques, Jambhulakar, Chakole, and Pradhi [2] suggested a novel security for an online voting system. By guarding against 

Denial-of-Service (DoS) attacks and both passive and active attackers, their method improves the security of the vote as it is transmitted from the voting 

poll to the server.  To guarantee vote integrity, the system makes use of cryptographic ideas, especially digital signatures.Votes in this system are sent to 

the voting server after being encrypted at the voter's end using a public encryption key.  Prior to counting, a private decryption key is used on the server 

side to decrypt the encrypted votes.  Digital signatures strengthen the security against tampering: each voter uses their private key to digitally sign their 

vote, and the server uses the voter's public key to confirm the signature. 

[1] Shridharan implemented three models central server mode, distributed database, franchise excising model, and authentication model. Voters provide 

biometric information, a smart card, and their voter identification number; all of this data is used in the voting process for future elections. Following 

validation and verification, the voting interface displays the candidate's name and signature, which are confirmed by the vote casting database. Votes are 

then tallied, and the outcome is announced. Security and traceability in this system also guarantee that the vote and voter data are audited. Voters can see 

and validate a physical object that describes their vote in such a system, and they are only permitted to vote in the terminal once their identity has been 
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confirmed, greatly reducing the correctness burden on the voting terminal's code. Voters who cast more than one ballot during the voting process are 

guaranteed. 

Firas I. Hazzaa, Seifedine Kadr [3], The design and development of a web-based voting system that uses fingerprints is the subject of this paper. Web 

technology is used to make the voting system more practical while also ensuring high performance and security. The proposed new design calls for a 

university election to choose the institution's president. Voters can use the proposed EVS to scan their fingerprints, which are compared to a database's 

previously stored image. We developed a fingerprint recognition web-based voting system. Voting is now done effectively, without fraud, and with 

greater speed, economy, and trust thanks to this system. We have employed highly accurate fingerprint identification and matching using minutiae. 

Himanshu Agarwal and G. N.Pandey [4] proposed aadhar ID based online voting system for Indian Election was proposed for the first time in this paper. 

The system ensures greater security by confirming the voter's high-security password before the vote is accepted in the Election Commission's main 

database. Voters can confirm whether their vote has been cast correctly and can vote from outside their allotted constituency or preferred location. The 

system automates vote tallying, allowing faster result announcements and preventing manipulation. Aadhar ID serves as the core for voter and candidate 

verification, ensuring unique identification. Registration is completed only after document verification by a field officer who cross-checks the Aadhar ID 

from the central database. Once verified, the voter receives an auto-generated email with login credentials, which can be changed for security. The system 

enforces the use of a virtual/on-screen keyboard to prevent password capture, especially in public places, ensuring enhanced security.  

METHODOLOGY 

As elections became more digital, online requirements for adjustments have arisen. The research examines the implementation of a Java-based online 

tune system that focuses on security measures such as authentication and voice integrity. Additionally, it includes a mountain of blockchain, biometric 

and encryption technologies used in current online tuning systems. The use of Java to achieve safety, scalability, and cross-platform compatibility is the 

main focus of comparative analysis of various approaches. Java technology has been used in a structured approach to create an online voting system that 

ensures efficiency, security, and scalability. When choosing a mountain of technology, Java is chosen as the core language of programming languages 

due to platform independence, security features and extensive libraries. Javafx is used for frontends, spring boot for backend services, and MySQL for 

database management. System development. At the start of front-end development, Javafx provides a dynamic user interface with interactive components 

for registration, registration and voting to implement authentication, business logic and secure communication between components. Database 

management integrates MySQL with the Java Persistence API (JPA) to ensure structured storage and efficient access to election data. For security 

mechanisms and user authentication, the two-factor authentication mechanism using OTP and SHA-256-HAASH experts certainly makes for secure 

registration.  

 

Voting encryption, RSA encryption, is used to protect your vote from unauthorized access. Data for consistency and anonymity, digital signatures, and 

secure session management prevent voter anonymity. The Junit framework is used for testing and quality assurance and unit testing to test individual 

modules such as authentication, voting processing, and database transactions. Secure integration testing, secure smooth communication between Javafx 

UI, Spring Boot Backend, and MySQL databases. Implementation of penetration tests for security gap detection and enhanced system defense for security 

testing. Initial testing in a controlled local environment for deployment of provisioning strategies and local and cloud delivery is followed by provisioning 

on a cloud platform for accessibility and scalability. Highly road tested voter participation simulations to assess system responsiveness and resource 

utilization for performance testing. By following this methodology, the proposed system ensures a secure, scalable and user-friendly election experience 

and can speak important security concerns in online elections. System architecture. FrontEnd: User-Developed using Javafx for a friendly interface. 

Backend: A Java-based Springboat framework for user authentication, coordination and database management operations.  

measures: SHA-256 implementation hash for password protection and RSA encryption for vote security. Implementation details. User Authentication: 

Multi-factor Authentication (MFA) with OTP and password-based registration 



International Journal of Research Publication and Reviews, Vol 6, Issue 6, pp 4524-4528 June 2025                                     4526 

 

 

 

Voting Process: Voters will definitely receive their own transaction-ID for registration, voice and checking. Voice Storage and Aggregation: Voice is 

encrypted, stored in a secure database with real-time voting. Security considerations. End-to-end encryption: Ensures vote confidentiality. Operation - 

Profile Test Pass: Stand-up preservation of verifiable election records. DDO and Cyber Attack Prevention: Using firewalls and security protocols to 

protect your system. Performance evaluation. The system has been tested in a variety of scenarios, including load testing of voter turnout by high voters 

and security assessments using penetration testing techniques. The proposed Java-based online tune system improves the security and accessibility of 

your choice. Future improvements include blockchain integration for decentralized coordination and AI-controlled fraud detection.  

 

INTERNET TECH 

The Internet is a globally distributed network of computer networks accessible to the public. It functions using the Transmission Control Protocol/Internet 

Protocol (TCP/IP) suite, which enables data transmission through packet switching.   

 INTERNET HISTORY 

The Internet's origins can be traced back to the late 1960s when it began as a research initiative. The primary goal of this early work was to investigate 

and develop improved methods for computer-to-computer data transfer using packet switching technology. Funding for this research was provided by 

ARPA, an agency within the U.S. Department of Defense. In a packet-switched network, data packets can traverse various routes from their source to 

their destination. Each sender and recipient is identified by a unique network address. This research led to the development of ARPANET.   In 1978, the 

fourth version of the Internet Protocol was created for use in TCP/IP networks. ARPANET, initially managed by DARPA, was transferred to the Defense 

Communications Agency (DCA) in 1983. This transition significantly increased the Internet's popularity, facilitating its widespread adoption by 

educational institutions worldwide.    

TCP/IP PROTOCOL SUITE 

The TCP/IP protocol suite is fundamental to the operation of interconnected networks. It is structured in layers, each responsible for specific functions in 

the process of internet data transfer:    

Application Layer: This layer encompasses user-facing protocols such as FTP (File Transfer Protocol) for file exchange, DNS (Domain Name System) 

for translating domain names, TELNET for remote computer access, and SMTP (Simple Mail Transfer Protocol) for email communication. Transport 

Layer: Responsible for managing end-to-end data transfer between hosts. This layer includes TCP (Transmission Control Protocol), a protocol that ensures 

reliable, ordered delivery of data with flow and congestion control mechanisms. It also includes UDP (User Datagram Protocol), a faster, connectionless 

protocol that does not guarantee delivery. Internet Layer: This layer is the core of the TCP/IP suite. Its primary function is routing data packets across 
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networks using the Internet Protocol (IP).   Network Access Layer: The lowest layer in the suite, responsible for the physical connection between a host 

and the network. It defines the methods for data transmission within a local network.    

Internet Protocol (IP) is the foundational protocol that enables data packets to be sent across networks. IP is responsible for routing packets; however, it 

does not guarantee reliable delivery. Packets may experience loss, delays, or arrive out of order. IP operates in conjunction with TCP. Transmission 

Control Protocol (TCP) is the most commonly used protocol for reliable data transmission over the Internet. TCP is connection-oriented, meaning that it 

establishes a connection before transmitting data. TCP ensures that data packets are delivered in the correct sequence and without errors. It manages data 

from multiple applications running on the same computer, ensuring that data streams are kept separate. TCP provides capabilities that IP lacks, including 

guaranteed packet delivery and data serialization (ensuring that data arrives in the same order it was sent). 

FUTURE RESEARCH ASPECTS 

Developments in Cryptographic Protection 

To protect online voting from upcoming computational dangers, especially those posed by quantum computers, future research should investigate 

quantum cryptography and post-quantum cryptographic methods. To prevent votes from being intercepted or manipulated, these cryptographic techniques 

can improve encryption protocols and secure key exchange procedures. Additionally, by using homomorphic encryption, end-to-end security could be 

guaranteed without sacrificing data integrity, allowing votes to be counted while protecting voter anonymity. 

Voting Online Using Artificial Intelligence 

By spotting anomalous voting patterns and averting any cyberthreats, the incorporation of AI-driven fraud detection systems can improve online voting 

security. Voter behavior can be analyzed by machine learning algorithms, which can also identify irregularities in voting transactions and flag questionable 

activity for additional examination. AI can also be used to automatically verify voters, lowering the risk of identity fraud and expediting identification 

procedures by using behavioral biometrics or face recognition to validate credentials. 

Integration of Blockchain 

 Because blockchain technology ensures transparency, decentralization, and tamper-proof record-keeping, it has the potential to completely transform 

online voting.  To preserve system effectiveness without sacrificing security, research should concentrate on refining consensus techniques (such as Proof 

of Stake or Byzantine Fault Tolerance).   Further research on zero-knowledge proofs (ZKPs) can allow for reliable voting without disclosing voter 

identities. 

 

 

Secure Digital Identity System 

 Verifying voter identities while maintaining privacy is a significant difficulty in online voting.  Future studies should concentrate on decentralized identity 

management systems that let people manage their credentials independently of centralized authority, such Self-Sovereign Identity (SSI) frameworks.    

CONCLUSION 

Online voting represents a paradigm shift in the way electoral processes are conducted, offering enhanced accessibility, efficiency, and transparency. 

Despite its potential, it also introduces significant concerns, primarily related to security, voter authentication, and public trust. Successful 

implementations in nations such as Estonia demonstrate the viability of online voting, but worldwide adoption is hampered by cybersecurity risks and 

the digital divide. The most critical challenge is ensuring security and integrity. Without robust cryptographic solutions, end-to-end encryption, and voter 

verification mechanisms, online voting remains susceptible to manipulation and cyber threats. Furthermore, the reliance on internet connectivity poses 

questions regarding equal access, especially in areas with insufficient technological infrastructure.  

Governments and policymakers must collaborate with cybersecurity experts to design foolproof systems that balance accessibility with security. To build 

public trust, transparency in the online voting process is necessary. Independent audits, blockchain integration, and open-source protocols can mitigate 

scepticism by ensuring that elections remain verifiable and tamper-proof. Furthermore, comprehensive testing and pilot programs should be carried out 

prior to full-scale implementation to discover weaknesses and improve technological safeguards.  Online voting is evolving as the world becomes more 

digital.  

online voting system will be defined by advances in artificial intelligence, quantum cryptography, and secure digital identity systems. Future research 

should focus on addressing existing challenges through innovative solutions while maintaining electoral integrity. If implemented with caution and 

precision, online voting has the potential to revolutionize democracy by making elections more accessible, cost-effective, and secure. 
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