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A B S T R A C T

Purpose: This study explores how digital identity and social proof foster trust in India’s sharing economy, focusing on verified identities, online reviews, and
regulatory frameworks.

Design/methodology/approach: A mixed-methods approach is used, combining surveys (n=285) with structured questionnaires and focus groups. Quantitative
data is analysed using χ² test, regression analysis, t-test, and Spearman’s correlation, while qualitative insights are drawn from thematic analysis of interviews and
literature.

Findings: Verified digital identities, like Aadhaar-linked authentication, enhance consumer trust by reducing perceived risk. Online reviews and ratings influence
decision-making, with verified profiles seen as more credible. Social proof mechanisms, such as high ratings and influencer endorsements, have a stronger impact
in rural and urban (tire-1 & 2) areas due to lower digital literacy. AI-driven trust mechanisms, including blockchain verification, improve user engagement and
retention.

Research limitations/implications: Findings are specific to India’s digital economy and may not be fully generalizable. Self-reported data may introduce biases.
Future research should consider longitudinal studies and cross-market comparisons.

Practical implications: The study provides insights for businesses, policymakers, and platforms to enhance trust-building strategies. Recommendations include
strengthening identity verification, improving review authenticity, and implementing AI-driven fraud detection.

Originality/value: This study adds empirical evidence on digital trust and social proof in emerging economies, highlighting the role of institutional assurances and
peer-driven trust in India’s digital marketplace.
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1. Introduction

The rise of the sharing economy has revolutionized traditional consumption patterns, shifting the focus from ownership to access. In India, where
digital transformation is accelerating at an unprecedented pace, trust remains the cornerstone of this evolving ecosystem (Nasscom, 2021). Unlike
conventional commerce, where brand reputation is often built over decades, collaborative consumption platforms such as Ola, OYO, and Urban
Company has identified the must need of rapidly establish credibility through digital identity and online reviews. The interplay of these factors has
given birth to a new paradigm—Digital Trust and Social Proof—which dictates consumer behaviour in India’s peer-to-peer economy (Singh & Kundu,
2020). As users engage in transactions with unknown individuals, their reliance on digital markers of authenticity becomes paramount, shaping their
decisions in a highly dynamic and technology-driven marketplace.

Digital trust in India’s sharing economy is a multifaceted construct shaped by technological advancements, regulatory policies, and cultural nuances.
With over 900 million internet users (IAMAI, 2023), India presents a unique landscape where first-time digital adopters often rely on platform
credibility, peer recommendations, and identity verification mechanisms to make transactional decisions (Mishra & Kumar, 2019). Unlike in Western
economies, where digital trust is often built on institutional guarantees and well-established consumer protection frameworks, India’s digital trust
ecosystem is still evolving. Government-backed initiatives such as Aadhaar-linked verifications and DigiLocker-based authentication have played a
significant role in ensuring a secure digital identity for users engaging in collaborative consumption (Meity, 2022). These mechanisms create a sense of
security, particularly among users who are new to digital transactions and require additional assurances before participating in peer-to-peer exchanges.

As trust in digital platforms develops, the role of social proof becomes increasingly significant. Social proof, a psychological phenomenon where
individuals conform to the actions of others, plays a critical role in consumer trust-building within India’s sharing economy (Cialdini, 1984). Online
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reviews, star ratings, influencer endorsements, and word-of-mouth recommendations have become instrumental in decision-making on platforms like
Zomato, Flipkart, and OLX (Sharma & Gupta, 2021). The importance of social proof is further heightened in Tier-2 and Tier-3 cities, where digital
literacy is still growing, and consumers often depend on community-driven credibility markers to evaluate the reliability of a service provider (Banerjee
& Chatterjee, 2020). For instance, a high-rated OYO listing or a well-reviewed Ola driver is likely to attract more customers than one with little to no
online presence. This reliance on social proof is deeply ingrained in Indian culture, where word-of-mouth and peer recommendations have traditionally
shaped purchasing decisions across various domains.

The theoretical significance of digital identity and online reviews in trust formation extends beyond immediate consumer decisions. Digital identity
serves as a trust enabler by ensuring transparency, accountability, and security in peer-to-peer interactions (Gefen et al., 2003). The integration of
blockchain-based identity verification and AI-driven sentiment analysis of reviews is reshaping how Indian consumers assess trustworthiness
(Chakraborty et al., 2022). The trust-building process can be analysed through the lens of Trust Theory, which emphasizes the role of perceived ability,
integrity, and benevolence in establishing trust between transacting parties (Mayer, Davis, & Schoorman, 1995). Additionally, Social Exchange Theory
highlights how individuals weigh the benefits and risks of transactions before engaging in economic exchanges (Blau, 1964). These frameworks
provide a foundation for understanding why digital identity and online reviews have become central to trust formation in India’s sharing economy. The
ability of platforms to cultivate trust through verified profiles, secure payment gateways, and credible review mechanisms directly impacts user
engagement and retention rates.

Given the growing reliance on digital trust mechanisms, this study aims to investigate the role of digital identity in fostering trust within India’s
collaborative consumption platforms. It examines the impact of online reviews and ratings on consumer decision-making, explores how social proof
influences trust in different socio-economic segments, and evaluates regulatory measures that enhance or hinder digital trust. By synthesizing insights
from Indian and global research, this paper offers a comprehensive perspective on the dynamics of trust-building in India’s sharing economy,
contributing to the literature on digital consumer behaviour and platform governance. As India continues to witness a surge in digital transactions and
shared economy models, understanding the evolving nature of digital trust and social proof will be critical for businesses, policymakers, and consumers
alike.

2. Theoretical Foundations of Digital Trust and Social Proof

Trust in India’s digital economy is shaped by an intricate interplay of rational evaluation, institutional assurances, and interpersonal credibility. Unlike
traditional commerce, where trust is built through direct interactions, digital transactions demand calculated risk assessment and reliance on social proof
(Gefen, Karahanna, & Straub, 2003). The rational choice theory suggests that individuals make economic decisions by weighing risks against expected
benefits (Coleman, 1990). Given the prevalence of cyber fraud, Indian consumers engage in meticulous scrutiny of digital platforms before transacting
(Das, 2018). In response, institutional trust mechanisms, such as Aadhaar-based eKYC and regulatory oversight from RBI and MeitY, provide a sense
of security (Meity, 2022). However, in a society deeply rooted in community-driven trust, interpersonal validation through user-generated reviews,
ratings, and influencer recommendations plays an equally crucial role (Banerjee & Chatterjee, 2020).

The economics of reputation is fundamental to digital trust, as platforms thrive on crowdsourced validation (Resnick et al., 2000). The theory of social
proof posits that individuals look to others’ behaviour when making decisions (Cialdini, 1984). This principle is especially relevant in India’s sharing
economy, where consumers rely heavily on aggregated reviews and peer experiences (Sharma & Gupta, 2021). Well-rated service providers on
Amazon, Swiggy, or OYO enjoy higher consumer confidence, reinforcing a self-sustaining trust cycle (Singh & Kundu, 2020).

However, information asymmetry remains a challenge, as consumers lack direct knowledge of a service’s quality (Akerlof, 1970). Signalling theory
addresses this gap by suggesting that sellers must send credible trust signals, such as verified seller badges, professional certifications, and top-rated
endorsements (Spence, 1973). Indian platforms like Urban Company, Flipkart, and Ola leverage such mechanisms to instil confidence (Mishra &
Kumar, 2019).

Trust in India is also deeply socio-cultural, influenced by collectivist traditions where trust is built through community validation rather than
algorithmic assurances (Hofstede, 2001). Platforms such as LocalCircles and MouthShut capitalise on this by fostering peer-driven discussions (Mehta
& Srivastava, 2022). Additionally, concerns over fraud and data security heighten consumer scepticism, necessitating greater transparency and
verification frameworks (Singh, 2019).

Thus, trust in India’s digital marketplace is not merely a rational construct but an evolving socio-economic phenomenon. A blend of institutional
safeguards, reputation mechanisms, and cultural influences shapes consumer decisions, reinforcing the need for robust trust-building strategies as the
digital economy expands.

3. Research Objectives, Scope of the Paper and Hypothesis

This study aims to:

1. Investigate the role of digital identity in fostering trust within India’s collaborative consumption platforms.

2. Examine the impact of online reviews and ratings on consumer decision-making.
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3. Explore how social proof influences trust in different socio-economic segments.

4. Evaluate regulatory measures that enhance or hinder digital trust.

By synthesizing insights from Indian and global research, this paper offers a comprehensive perspective on the dynamics of trust-building in India’s
sharing economy, contributing to the literature on digital consumer behaviour and platform governance. The hypothesis are stated below:

H1: Verified digital identities (e.g., Aadhaar-linked verification) significantly enhance consumer trust in India’s sharing economy by reducing
perceived risk in peer-to-peer transactions.

H2: The credibility of online reviews positively influences consumer decision-making, with verified profiles being perceived as more trustworthy than
anonymous reviewers.

H3: Social proof mechanisms, such as high ratings and positive reviews, have a stronger impact on consumer trust in rural and urban cities (tire-1 &2)
compared to metro cities due to lower digital literacy levels.

H4: Platforms that integrate AI-driven trust mechanisms (e.g., blockchain-based verification, fraud detection) experience higher user retention and
engagement rates than those relying solely on user-generated reviews.

H5: Consumers in India’s digital economy are more likely to engage in transactions when trust signals such as verified seller badges, professional
certifications, and top-rated endorsements are present.

H6: The presence of vernacular-language online reviews significantly enhances trust among rural consumers, leading to higher engagement with digital
platforms.

H7: Digital trust in India’s sharing economy is influenced by a combination of institutional assurances (e.g., government-backed verification systems)
and social proof (e.g., influencer recommendations and user ratings).

4. Digital Identity in India’s Sharing Economy

Digital identity has emerged as a cornerstone of trust in India’s rapidly expanding sharing economy, ensuring seamless, secure, and verifiable
transactions. Unlike traditional identity verification, which relies on physical documentation and in-person authentication, digital identity offers a
scalable and dynamic framework that fosters confidence in peer-to-peer (P2P) exchanges and platform-based commerce (Mukherjee & Rao, 2023).
With the increasing digitisation of India’s economy, biometric authentication, cryptographic security, and AI-driven trust mechanisms have
significantly reduced the risks of fraud and impersonation (Sharma, Agarwal, & Mehta, 2023). This shift is particularly transformative in the gig
economy and informal sector, where trust must be established in the absence of traditional employer-employee relationships (Joshi & Kulkarni, 2022).

Aadhaar, the world’s largest biometric identity system, has played a pivotal role in shaping India’s digital identity ecosystem. Integrated with eKYC
(electronic Know Your Customer) and DigiLocker, Aadhaar enables secure onboarding, document verification, and identity authentication across
fintech, e-commerce, and shared service platforms (Sinha & Banerjee, 2023). This has not only reduced bureaucratic inefficiencies but also facilitated
greater financial inclusion and digital participation (Meity, 2022). Complementing Aadhaar, initiatives such as e-RUPI and the Unified Payments
Interface (UPI) have strengthened trust in digital financial transactions, reducing friction in payments for ride-sharing, rental services, and freelance
work (Patil, 2023). These government-led initiatives reinforce institutional trust, a critical factor in India’s evolving digital economy (Verma &
Chakraborty, 2023).

Within platform-based businesses, verified profiles, AI-driven trust signals, and reputation scores act as crucial mechanisms for reducing information
asymmetry (Akerlof, 1970). Platforms like Ola, Swiggy, and Urban Company deploy multi-layered identity verification, KYC compliance, and rating-
based credibility models to ensure safer interactions (Ramesh, Gupta, & Nair, 2023). Trust signals such as profile verification, transaction history
visibility, and AI-powered fraud detection enhance user confidence, ensuring that both service providers and consumers can engage with a greater sense
of security (Sharma & Gupta, 2021). This is particularly vital in India’s informal economy, where the absence of formal credit histories and traditional
documentation has historically been a barrier to participation in digital commerce (Banerjee & Chatterjee, 2020). Digital identity bridges this gap by
offering alternative mechanisms of verification, such as reputation scores and transaction-based profiling, enabling individuals without formal
credentials to build trust and access economic opportunities (Chakraborty, Sen, & Mukherjee, 2022).

The expansion of blockchain-backed credentialing is further redefining digital identity in India. In the gig economy, freelance workers who lack
conventional certifications can now leverage decentralised identity frameworks to establish credibility (Desai & Iyer, 2023). Positive reviews, verified
work history, and smart contract-based authentication mechanisms are increasingly being adopted to create trust-rich environments for both workers
and employers (Kapoor & Menon, 2023). Beyond formal marketplaces, digital identity is revolutionising trust-building in India’s informal economy,
where alternative identity models, including social reputation scores and transaction-based authentication, are gaining prominence (Mukhopadhyay,
2023).

Moreover, mobile-based identity verification is playing a crucial role in enhancing digital inclusion in rural India. Aadhaar-linked financial services
have allowed previously unbanked populations to participate in digital commerce, facilitating access to peer-to-peer lending, rental housing, and local
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service exchanges (Krishnan & Bhatia, 2023). The proliferation of vernacular-language digital identity interfaces ensures that first-time internet users
can seamlessly authenticate transactions and engage with e-governance services (Sen, 2023).

As India moves towards a fully digital economy, the role of digital identity in establishing trust, ensuring security, and promoting economic inclusion
will only grow stronger. The convergence of government-backed authentication, AI-driven reputation models, and decentralised identity frameworks
will define the next phase of trust in India’s digital marketplace. By integrating innovative trust mechanisms, digital identity is set to become the
bedrock of credibility, efficiency, and inclusivity in India’s expanding sharing economy.

5. The Role of Online Reviews in Establishing Social Proof

Online reviews function as trust accelerators, shaping consumer behaviour through social proof mechanisms. Drawing on social proof theory (Cialdini,
2001) and the elaboration likelihood model (Petty & Cacioppo, 1986), consumers navigate digital marketplaces by leveraging collective evaluations.
Our empirical study, based on 285 Indian respondents from rural, urban (tire-1 & 2) and metro city (students below 28 years of age), statistically
validates how review credibility, influencer engagement, and vernacular content shape digital trust.

Statistical analysis reveals no significant association between location and preferred language for reviews (χ²=8.13, p=0.4207), indicating that regional
users do not necessarily favour vernacular content over English-language reviews. However, trust levels in vernacular content remain high among rural
users, aligning with previous research suggesting that linguistic relatability fosters stronger cognitive trust (Sundaram & Chakraborty, 2022).

Trust in online reviews does not significantly correlate with purchase frequency (r=-0.01, p=0.9223), challenging the assumption that higher trust in
reviews translates into more frequent transactions. Instead, consumers may rely on reviews selectively, influenced by product category, brand
familiarity, and previous digital experiences. Furthermore, regression analysis indicates that trust in vernacular content (β=0.089) and influencers
(β=0.051) have a stronger impact on online purchases than trust in generic reviews (β=-0.016). This aligns with the growing influence of micro-
influencers and regional content creators in India’s digital commerce (Desai & Rao, 2023).

As digital participation in rural India expands, platforms must enhance vernacular engagement, strengthen influencer credibility, and integrate AI-
driven review authentication. The next phase of India’s sharing economy will be defined by multi-layered trust ecosystems, where social proof extends
beyond numerical ratings to dynamic, culturally embedded narratives.

6. Interaction Between Digital Identity and Online Reviews

Credibility plays a fundamental role in shaping consumer trust in digital transactions, especially in India’s sharing economy. The Elaboration
Likelihood Model (ELM) (Petty & Cacioppo, 1986) explains that people process credibility through two routes: central processing, where the quality of
the information is critically assessed, and peripheral processing, where external cues like identity verification badges influence trust. Similarly,
Signaling Theory (Spence, 1973) suggests that verified profiles act as trust signals, helping reduce information asymmetry and uncertainty in online
platforms (Gefen, 2000). Given India's large, diverse digital user base and frequent concerns over fraudulent activities, verified identities have become
an essential mechanism for ensuring transparency and security in online transactions (Sharma et al., 2022). In the context of digital marketplaces,
platforms often employ verification systems that serve as trust indicators, improving the perceived reliability of user-generated content such as online
reviews (Ba & Pavlou, 2002).

Verified identities significantly enhance the perceived reliability of online reviews, as they reduce anonymity-related trust deficits and prevent fake
reviews (Ba & Pavlou, 2002; Forman, Ghose, & Wiesenfeld, 2008). Consumers are more likely to trust reviews posted by users with a verified profile,
as they perceive such users to be authentic and accountable for their feedback. Empirical evidence supports this claim—our survey data (a total of 285
respondent) reveals that 74% of respondents trust services/products more when provided by a verified user, while 65.3% of users have avoided
purchasing a service due to the absence of a verified profile. These findings suggest that digital identity verification strongly influences purchase
decisions, reinforcing the role of trust-enabling mechanisms in online platforms (Luca & Zervas, 2016). Furthermore, 39.6% of respondents trust
reviews from verified profiles the most, compared to 27.7% who prioritize detailed feedback and 18.2% who consider multimedia evidence such as
images and videos to be more credible. These statistics highlight that in India’s digital marketplace, identity verification plays a more critical role in
review credibility than content comprehensiveness alone. A t-test comparison further indicates that users who frequently check for verified profiles
place significantly higher trust in online reviews (t = 4.53, p < 0.01), reinforcing the idea that digital identity verification enhances confidence in user-
generated reviews.

Given the critical role of identity verification and review credibility, digital platforms in India employ various strategies to enhance consumer trust.
Leading Indian platforms integrate Aadhaar-based KYC verification, as seen in fintech services like Paytm and Razorpay, while service platforms like
Urban Company mandate ID verification for service providers (Gupta & Choudhary, 2021). Additionally, e-commerce platforms such as Amazon and
Flipkart use "Verified Purchase" tags to authenticate reviews. Other platforms employ AI-based review moderation systems to detect and filter fake or
misleading reviews (Zhao, Wang, & Chaudhury, 2020). The implementation of these strategies aligns with institutional trust-building theories
(McKnight et al., 2002), reinforcing that users are more likely to engage with a platform that demonstrates proactive efforts in ensuring authenticity and
credibility.
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Statistical tests conducted on the sample dataset further validate the relationship between verified identities and online trust. A logistic regression
analysis showed that users who trust verified profiles are significantly more likely (p < 0.01) to avoid unverified sellers. Additionally, Spearman’s
correlation analysis (ρ = 0.47, p < 0.01) demonstrated a moderate positive relationship between the importance of online reviews and users' tendency to
leave reviews themselves. These findings highlight a cyclical trust mechanism—users who prioritize credibility in reviews also contribute more
authentic reviews, reinforcing trust across the platform (Mayzlin, Dover, & Chevalier, 2014).

The relationship between digital identity verification and online reviews is integral to fostering trust in India’s rapidly expanding digital economy.
Theoretical perspectives such as ELM and Signaling Theory explain why verified identities enhance review credibility, while empirical evidence
supports the idea that platforms should continuously strengthen identity verification and review authentication systems. As technology advances, future
research could explore how blockchain-based identity verification and AI-driven trust mechanisms can further improve consumer confidence in online
transactions (Dai & Luca, 2021). Strengthening digital identity mechanisms will remain a key strategy for platforms seeking to maintain credibility,
transparency, and user engagement in India’s growing online economy.

7. Challenges and Ethical Considerations

The increasing reliance on digital identity and online reputation systems has introduced significant ethical challenges and risks in India’s digital
economy. A major concern is the prevalence of fake reviews, review manipulation, and trust erosion, which distort consumer decision-making and
undermine platform credibility (Kumar & Sharma, 2023). Review farms, automated bots, and incentivised testimonials have been found to influence
product rankings and service reputations, particularly on e-commerce and gig platforms (Verma & Iyer, 2023). These deceptive practices create
misinformation asymmetry, eroding consumer trust and posing challenges for regulatory oversight (Mukherjee & Banerjee, 2023).

Additionally, data privacy concerns and ethical dilemmas in digital identity verification have become increasingly pressing. The centralisation of
sensitive biometric and personal data, particularly through Aadhaar, raises questions of surveillance, data security, and user consent (Das, 2023).
Instances of data breaches and unauthorised access threaten the integrity of India’s digital identity infrastructure, making regulatory interventions
crucial (Sundaram & Chakraborty, 2023). Furthermore, algorithmic biases in reputation systems introduce inequities in trust formation. AI-driven
rating mechanisms may reinforce systemic discrimination, disproportionately affecting lower-income users, new entrants, and gig workers (Singh &
Kapoor, 2023).

India’s regulatory and legal framework for digital trust is evolving but remains fragmented. The implementation of the Digital Personal Data Protection
Act (2023) aims to enhance user rights and platform accountability, yet challenges persist in enforcing compliance across diverse digital ecosystems
(Choudhury, 2023). Additionally, platform-specific policies governing review authenticity, identity verification, and dispute resolution need stronger
alignment with consumer protection laws (Ramesh & Gupta, 2023). Addressing these challenges will require a multi-stakeholder approach, involving
government bodies, industry leaders, and consumer advocacy groups to build a transparent, ethical, and resilient digital trust ecosystem.

8. Conclusion

As India’s sharing economy continues to expand, the interplay of digital trust and social proof remains integral to consumer decision-making and
platform credibility. Digital identity verification, driven by Aadhaar-linked authentication and emerging blockchain frameworks, has significantly
enhanced transparency, mitigating fraud risks and fostering user confidence. Simultaneously, online reviews and ratings function as powerful trust
enablers, shaping consumer perceptions and influencing purchasing behavior across digital platforms.

The study highlights that trust in India’s digital ecosystem is shaped by a blend of institutional safeguards, reputation-based mechanisms, and socio-
cultural influences. Verified profiles and AI-driven trust signals have emerged as critical elements in reducing uncertainty and strengthening consumer
engagement. However, challenges such as review manipulation, data privacy concerns, and algorithmic biases necessitate stronger regulatory oversight
and ethical considerations.

Moving forward, businesses and policymakers must prioritize robust trust-building frameworks, leveraging AI for fraud detection, enhancing user-
centric identity verification, and promoting transparency in online reputation systems. Future research can explore decentralized identity solutions and
their potential in fostering an inclusive and equitable digital trust ecosystem. By addressing these challenges, India’s sharing economy can achieve
sustainable growth, ensuring a secure and trustworthy digital marketplace for all stakeholders.
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