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ABSTRACT :

The rapid advancement of information and communication technologies has transformed the socio-economic and cultural landscape of India. However, this
digital revolution has also given rise to new forms of criminality, particularly cybercrimes, which disproportionately affect women. Cybercrimes against women
include online harassment, cyberstalking, morphing, revenge pornography, identity theft, phishing, and misuse of personal data on social networking platforms.
These crimes not only violate women’s right to privacy and dignity but also create psychological, emotional, and social consequences that hinder their active
participation in the digital sphere. In India, the legal framework to address such crimes is primarily governed by the Information Technology Act, 2000 and the
Indian Penal Code, which provide provisions against obscenity, defamation, voyeurism, stalking, and related offenses. Despite these statutory safeguards,
challenges such as under-reporting, lack of digital literacy, inadequate enforcement mechanisms, and victim shaming persist, limiting effective redressal.
Moreover, the dynamic and borderless nature of cyberspace makes investigation and prosecution more complex. This paper examines the nature and trends of
cybercrimes against women in India, the existing legal mechanisms, and judicial interpretations, while highlighting gaps in policy and enforcement. It further
emphasizes the need for stronger cyber laws, awareness campaigns, digital literacy programs, and gender-sensitive policing to ensure a safe and inclusive

cyberspace for women.
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Introduction

Cyber-crime against women includes hate speech (publishing a blasphemous libel), hacking (intercepting private communications), identity theft,
online stalking (criminal harassment) and uttering threats. It can entail convincing a target to end their lives (counselling suicide or advocating
genocide). The Internet also facilitates other forms of violence against girls and women including trafficking and sex trade. Not only does
commercialized sex on the Internet drive the demand for the sex industry overall, it also allows traffickers to use the legal aspects of commercial sex
on the Internet as a cover for illegal activities. Some of the main uses of the Internet by traffickers include: advertising sex, soliciting victims on
social media, exchanging money through online money transfer services, and organizing many of the logistical operations involved in transporting
victims.

In the age of cyber world below mentioned issues related to women in cyber space need to be analyse and matter of evaluation of our presents
laws and it efficacy to combat with.

Offensive Speech and Expressions on the Internet Targeting Women

In India, right to speech and expression is not unlimited. Article 19 (1)(a) guaranteeing right to speech and expression has been expanded over the time
by the court in India within the meaning of the eight limitations that are specified in Article 19(2), and the latest such judgements is the Shreya
singhal's case where the supreme court held that a vague law such as section 66A of the IT Act, 2000 (amended 2008), which did not explain the
grounds of restriction of speech, cannot stand in the way of exercising right to speech and expression especially in case of internet speech. As such, the
courts specified the criteria by which speech and expression can be illegal. Speech and expression falling under these criteria can be offensive as well.
But offensive speech may not always be illegal. One of the recent judgement of the US can be taken as an appropriate example in this regard: In
Elonis vs United States, the supreme court pronounced its decision in favour of Elonis, who was earlier convicted for posting violent message on
Facebook fantasizing killing of his estranged wife, who had a ‘protection order' against Elonis. His posts (which may no more be found in Facebook)
ran like these: ‘there's one way to love ya, but a thousand way to kill ya'; ‘fold up your protective order and put it in your pocket. Is it thick enough to
stop a bullet?' He did not stop with his thoughts about harming his wife, he fantasised a school shooting and then targeting a Female FBI agent also.
As the judgement suggests. When Elonis's boss came to know about it, he was fired and the concerned boss alerted the FBI as well. May be
because Elonis was targeting their own departmental staff in his ‘fantasy', along with posting violent message targeting schools, that they
started monitoring the posts made by him and subsequently he was indicted under 18 USC Section 875(c) (it says ‘Whoever transmits in
interstate or foreign commerce any communication containing any threat to kidnap any person or any threat to injure the person of another, shall be
fined under this title or imprisoned not more than five years, or both'). After the supreme court judgement was published on the internet, concerned
stakeholders published their own thoughts and opinion about the same. While same felt that the judgement re-established the principle of free
speech in regard to internet, same expressed concern regarding safety of women especially in domestic abuse cases. Precisely, the court felt that the
posts of Elonis were his own thoughts and even though the posts apparently seemed like threat messages to his wife or that the messages exposed his
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desire for a school shoot or harming a female FBI agent, the government failed to prove that the speaker's (Elonis) ‘subjective intent' was to execute
the threats in real life. As Chemail and Frank (2015) on the issue pointed out, While the court did not go to so far as to hold that a true threat
turns on what the speaker intended to accomplish, the ruling suggests that the determination of what constitutes threat rates with the speaker and not his
audience.

Patterns of Offensive Speech Against Women

Under the Indian laws, certain categories of interpersonal offensive speech and expression have been recognised as illegal. These have stemmed
from the restricted speech category under Article 19(2) of the Constitution and some of these are gender specific while some are not; these are as
follows:

1.  Obscene speech: Section 292 of the Indian penal code establishes the main guideline for terming a speech as obscene speech and expression
if it is lascivious or appeals to the prurient internet or if its effect or (where it comprises two or more distinct items) the effect of any one of
its items is if taken as a whole, such as to tend to deprave and corrupt persons, who are likely, having regard to all relevant circumstances, to
read, see or hear the mater contained or embodied in it. As such, obscene speech and expression has been recognised as illegal under
various regulation including Section 67 of the Information Technology Act.

2. Speech and expression which are sexually explicit in nature or sexually harassing in nature: Section 67 of the IT Act, 2000 (amended in
2008) regulate sexually explicit acts, speech and expression on the internet. Even though there are few judgements to establish the nature of
speech and expression which may fall in this category. Such sorts of speech and expression. It may need to be noted that
while both the mentioned regulations are gender neutral; there are certain laws which made obscene and sexually explicit speech
and offensive speech of sexually harassing nature gender specific. These may include Section 354A(1) of Indian Penal Code, and again
quite in the same line to this section 2(n) of the sexual harassment of women at workplace (prevention, Prohibition and Redressal) Act
(2013), wherein special sorts of speech and expression are categorised as sexual harassing, which may include making sexually coloured
remakes, showing pornography to women, asking for sexual favours and so on.

Effects of Offensive Speech and Expression on the Internet on Women

As mentioned previously, we can see some forms of offensive speech which are illegal, the discussion may further show that offensive speech
against women may be illegal as per the Indian laws only when such speech and expression falls in the previously discussed categories. In the
context of internet, the concept of offensive speech and expression must be construed as inclusive of conducts as well. But we argue that the scope
of offensive speech targeted at women is broader than that as has been shown in the above categorisation which includes illegal speech. Saying this,
we emphasise upon the fact that while offensive speech largely depends upon receivers and viewer's own perception of feeling offended, it may not
always attract speech censoring laws.

In the exercise of his rights and freedoms, everyone shall be subject only to such limitations as are determined by law solely for the purpose of securing
due recognition and respect for the rights and freedoms of others and of meeting the just requirements of morality, public order and the general
welfare ina democratic society.

In India, unfortunately, women have been subjected as sexual minor-lip stomp. So in the case of transgender women, there are many instances
where it can be seen that women are singled out to be victimised. Be it bullying or trolling or grooming, women, girls and transgender women are
often targeted more than men. The speech and expression involved in it, the subsequent conduct that emanates from such offensive speech is
always disturbing, if not illegal in the eyes of existing laws.

Trolling and Gender Bullying

The two most under-researched issues in the arena of Cyber Crime against women in India are gender bullying and trolling on the internet. We know
the online bullying has attracted much attention of researchers, especially in relation to school children, adolescent children and so on. Even though
suicide due to cyber bullying had been found as a common ultimate risk factor even when both the bully and his/her victim are children, it may
be presumed that adults may be more dangerous bullies due to their maturity and exposure to the world as compared with children. Adults can actually
cause hate crimes by bullying.

Trolling also creates hate crimes and can brutally destroy the reputation of women. Usually feminists, political parties, environmentalists, Human
rights activists and so on can be the key targets of trolls. Similarly, there are several types of trolls on the internet, including religion-defenders, art
critics, critics of social issues, human rights trolls, free-speech defenders and private trolls who create messages for their own entertainment. In India,
trolling in the computer-mediated communication has emerged as a new phenomenon which has the ability to create widespread ruckus in the civil
society. Nowadays there is a lot of talk of gay relationships and gay marriages. To my mind it is all humbug and nonsense. Will a gay relationship or
gay marriage serve nature's requirement of continuing the species? No, it is only sex between a man and a woman which will give birth to a child,
sex between a man and a man, or between a woman and a woman.

In India, gender bullying and trolling in the computer-mediated communication system targeting women are particularly important because of the
orthodox patriarchal social mind-set, and susceptibility of women to be attacked in the physical space due to gender bullying or trolling on the
internet. We have often seen women being denied entry in the so called marriage markets because of 'fake avatars' on Facebook or on the adult
entertainment sites. There are instances of ridiculing the victim by her own family members, office colleagues and in-laws due to gender bullying in
the computer-mediated communication system as well. However trolling has comparatively less effect on general women users in India, but
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understanding the devastating nature of trolling and how it has already affected feminist ideologies and some notable women activists, it can be
presumed that trolling needs better understanding from the perspective of online victimisation of women in India.

Profile of Online Gender Bulling Targeting Women in India

Online bullying is very common in India. It is taking place in India from last many years back. We can consider the first few encounters of the Pandava
and Kaurava children; when Kunti comes back from exile with five Pandavas. After the death of her husband and his second wife Madri bullying
incidences involving Duryodhona, ; the young Pandavas the Kaurava prince and Bheema, the second brother of the Pandavas may showcase how new
inclusion/s in the family or in schools may make the other children jealous. While it has been noticed by the modern age researchers the
bullying is an aggressive behavioural pattern and negative action. It might consist of the imbalance of power between the bully and his
victim's, with an intention to harm, threat to further aggression and terror. While many of the researchers that such got agreed upon the behaviour is and
should be called 'bullying' when it involves children (when both the victim and the bully are under the age of 18, as well as when either of the victim or
the bully is under the age of 18), but they have also argued that when it involves adults, it should be termed differently. For example, it can be
called as 'eve teasing' when the bully is a man and his target is a woman, and the behaviour includes hurling sexual comments to the victim, making
filthy gestures or trying to touch the victim in public places or institutions, or vecrbal or non-verbal harassment or sexual harassment, which has
been broadly defined as 'repetitive, unwelcome and inherently coercive, or in some severe cases when the harsh remarks hurled to either of the
spouse becomes extremely insulting, derogatory and abusive.

There is no difference between Cyber spaces. Online gender bullying is a feminist perception of cyber bullying targeting adults. On the internet women
are targeted by bullies as much as young teenagers are targeted by bullies initially bullied in the blog posts for defending her friend blog post
about sexual fantasy.

Online Grooming

In general terms grooming means expansion of thoughts, improvement in the live-style of an individual, making someone ready to perform a
particular task, profile or future education. But if we talk about the grooming in terms of digital era; then it is something where online grooming is
one of the biggest offence. It directly or indirectly gives rise to the criminal activities which aims at targeting the women over the internet.

The online 'motivators' performs very dangerous roles. It results in increasing the more crime rates and harms more to the victims.

There are various tactics which are being used by the groomers for finding an appropriate groom who can easily befool the victim and commits
the offense easily. Most often while reporting crimes against a woman victim must not only mention about the groomers' role, but also directly speak
about the harassment.

It is not always possible that the attacker will get the success in his plans. There are cases in which they themselves fall down into the pit they dig
for others but in some cases the things go the way they planned. There is an equal probability for both the scenario. Groomers make the misuse
of the victims by involving them in illegal activities. They force them to do unlawful task on behalf of them. However, there are many
studies done which reflects that the online grooming aims at targeting the children and youth especially for committing sexual offences on the
internet as it they are the most innocent creatures. Groomers put their eyes on gathering the data about the possible victim. They later contact
them and exploit them either for money or their own sexual satisfaction or for both the reasons.

Methods, Platforms and Definition of Online Grooming

Online grooming is basically a process in which two different individuals comes into the contact with each other over the online network. They do not
even know each other in real life or they have never met each other. A virtual relation is created between the both. The online grooming aims at
targeting the female by doing some sex text, taking nude pictures, using web-cam for recording the videotalk, getting into sexual relations over
the chat, forcing the victim to share nude pictures, clips etc. After lots of researches and experiences it was found that while keeping into the
consideration the cases of phishing; a conclusion was made based on the experiment as it was noticed that victims (inattentive of their gender) are
generally; contacted with an attractive mail or message through SMS. The messages to start the chat can be in the form of simple or normal
talks. In fact it includes simple chats in the form of question and answer game just to push the conversation forward. It might include very general
questions like about their family, hobbies, address, DOB, working place if any etc. With the help of such information they not only blackmail the victim
but also hack their bank accounts, stole the password of their net banking etc. Apart from this, the victims are contacted through personal mails or
text on any of the social media. Thereafter, they are being asked for sending the asked the amount to the perpetrator who poses as a victim of theft, and
stuck in a foreign land, or by fortune mailers. They target the victims by saying that they really wish to donate some fortune since they do not have any
beneficiary.

These days people creates a fake account on the matrimonial sites too. They make their account, upload a fake picture, connect with the
people and build emotional relationship. Perpetrators find the opportunities and try to grab it by contacting the possible victim and focuses
on attaining their trust only to misuse it. There are number of files which sets up an example of how a person been cheated by the perpetrator

when they gave in to pleas for monetary assistance by the perpetrators, '

or by sexting where the perpetrators wanted to save some
'private photos' of the victims only to proceed for sextortion, or where victims were groomed to perform some graver offence in the physical
space such as murder.

There is a lot of difference between cyber grooming and cyber stalking. One should not get confused between both the terms. Thus, they include some

common components like harassment; blackmailing, creating stress etc still there is lot to differentiate.
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The Cyber stalking simply means that the victim from the starting gets the intuitions that; there is something wrong. She might find herself in any
problem in future. She feels insecure, irritated, danger, uncomfortable etc.

If we talk about the cyber grooming, in such case the victim is so attached with the groomer. She is so influenced by him that she can't make the
difference between what is right and what is wrong. He drives her on the path he has made for gaining the advantages.

There are several modes of social media which includes Facebook and Twitter they goes through their privacy statements on a periodic
basis. It is explained that while creating a profile an account holder is guided to the privacy policies by the concerned websites. The one who holds
the account must be aware that the personal data may be breached by third party if he/she does not wish to use the security options that are provided
in each occasion of publishing his/her updates, photos or any other information that he/she prefers to share from other profiles. Such security options
include choices for making the update available for "public, or for 'friends' or for 'close friends'. But there are numbers of loopholes; for example, unless
the user is opting for ‘hiding mode' (by clicking on options for not allowing the particular website to allow search engines to show the full
profile link), the screen name and the profile picture of the user can be visible to third parties even if she opts for personal mode for her time line
updates, albums and so on. Again, in cases of unaware or ignorant users who may not use privacy options, the social networking sites may immunise
themselves from the tortuous liability butting the onus on the users themselves to 'save' themselves.

Cyber Stalking

It is a behavioural misconduct in the cyber space cyber stalking which is basically, a group of people's behaviour, a group of firm or an
individual, who makes the use of the leaked information and available technology to harass one or even more individual.

Thus, these behaviours might include the transferring the risk and false accusations, identity theft, data theft, damage to data or equipment, computer
monitoring, the solicitation of minors for sexual purposes and confrontation .But it is not limited to this only.

In US, the laws related with the cyber stalking were originated for the very first time. Therefore, the dimensions for physical stalking laws were
increased to grab cyber stalking. In 1990s, the cyber stalking was reported as an offence in the eyes of the laws. In 1993, for the very first time;
Michigan Criminal Code criminalised stalking covers the cyber stalking. Under the US laws, the Cyber stalking was proposed as ‘harassment' . It
explains the term 'harassment' as an action points towards a victim that includes the repeated or unconsented contact that might give a reason that an
individual may goes through the emotional distress, and that could result to the emotional distress of the victim. The Michigan Criminal Code
further brief about the “unconsented contact' that means sharing the unsought and not so needed mails or electronic communications to the victim.!'*
Recently, the United States have enacted anti-cyber stalking laws considering the various arenas which represents the cyber stalking in the same
indication as harassment.

The computer crimes may be done on internet through misuse of the mails which also results in Harassment. Moreover it is considered as the ‘cyber
stalking'. It involves the usage of the social networking sites, chat rooms and other forums facilitated by technology. The use of internet can be done
for the purposes relating to harassment, for example: to pin-point the personal information about a victim;' to talk with the victim as a way of
observation of the victim; purchasing goods and services in their name; identity theft such as subscribing the victim to services, damaging the
reputation of the victim; electronic sabotage such as spamming and sending viruses; or tricking other internet users into harassing or threatening a
victim.

According to the Section 354D, IPC there were two stages of cyber stalking which were included. The provision states, Each and every man who
founds involved in following a woman or tries to contacts her or even stalks her, than in such case a woman is accepted to nourish personal
interaction again and again. In spite a clear explanation of apathy by such woman or who so ever looks after it analyzing the usage of the internet by a
woman. It can either be in the form of an email or any other way of electronic communication or watches or spies a person in a such a way that
results in fear of violence or serious alarm or distress, in the mind of such woman or interferes with the mental peace of such woman, commits the
offence of stalking.

Privacy Infringement through Creation of Fake Avatars

The numbers of researches were done in order to state the appropriate meaning of the fake avatars. Thus, several authors have defined the fake avatars
as below:

A fake presentation of the victim is displayed by pulling of the victim through digital technology; contain or do not contain the visual images of
the victim and carried away the information in a verbal way about the victim which may or may be completely valid and it is made and
displayed on the internet to intentionally despiteful the characteristic of the victim and also leads to misguide the people about the true identity
of the sufferer.

The other definition which was given by the authors was: The unauthorised usage of the data such as for the harassment, stalking, sharing the
information about the person to the other party and defaming the victim etc results as giving rise to the fake avatars. Thus, it ends up like violating the
privacy, especially when the personal details of the sufferer are shared with the people without the consent of the sufferer. Hence, the false presentation
might take place because of the sexual as well as non- sexual motives. We can understand it better with the help of an illustration i.e. if a person is
found involved in posting the details of a victim on internet at any social media than it will be taken under the category of fake avatar. It also
includes: sharing the morphed images, defamatory and unreal, false or offensive information about her either through text, emails, blogs, and chat logs
or through mobile communication apps such as Instagram, Telegram, WhatsApp etc. The birth to the fake avatars is not only limited to the
cases related with the sexual harassment but also includes eve teasing, moped image, false news etc. Therefore, a proper action should be taken
depending upon the situation and the factors that might affect the different types of above stated cases.
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Revenge Pornography

Revenge porn could be specified as:

An act the place perpetrator satisfying his anger along with frustration for broken up relationship by showcasing not true, sexually annoying painting of
his or her sufferer, through not using knowledge which he might had known organically along with which he might had stored into his personal
system, either might have passed towards his electronic equipment through sufferer herself, either might has stored into equipment along consent
sufferer herself along with that might essentially has been completed considering publicly defaming sufferer.

Suffering through way belonging to retaliation porn have become general phenomenon into India these days. It understanding which by the time
retaliation porn importantly develops sexual violence towards women upon internet, it mandatory includes hacking, voyeurism, stalking (there is none
of the particular law considering regulating retaliation porn. However, it might be assimilated through along of Section 354C belonging to IPC
(voyeurism), 66E belonging to IT Act (privacy violation) along with also Section number 509 belonging to IPC (punishment considering

harming advancement particularly women) however it mandatory destroys the advancement that of women.

Revenge Porn

The words 'revenge' along with 'revenge porn' has been utilized along reference towards cyber suffering generally for indicating suffering
belonging to adult women within hands of dating partners either cyber close people way of development of ugly, untrue, sexually provocative ids
within internet. The top general medium of generating reprisal porn utilization personal knowledge along with photo belonging to sufferer,
which might either might not monitored, along with uploading these in many cyber portals for spreading message which sufferer is provided
considering sexual satisfaction of men. Although prevailing porn websites along with many social networking joint involving famous ones such
as the Facebook and so on strictly transforming onus upon users for contributing only validated data that does not disrupt rights of others, many
instances of deteriorating this guideline were available internet. But, it would wrong considering saying which only mature women fall as
sufferer for revenging porn. Children, majorly teenage girls within age group 14 towards 19 were equally targeted within case.

Through internet retaliation porn varies extracting traditional theory belonging to cyber porn considering which predator willingly violates the
knowledge regarding sufferer for bringing up into emotional anguish towards her. Retaliation porn supported through send (someone) sexually explicit
photographs or messages via mobile phone, another non sexted sufferer supported things, is a nice way for creating large character assassination
considering sufferer.

1. The sufferer takes own self nude either semi-nude snap into her cell phone either concurrence for taking own self revealing an
incriminating secret about victim position against team member by camera, phone either webcam along with provides to selected partner,
same person saves image either clipping into his equipment.

2.  The predator partner might transform clipping towards his friend(s) since he wishes for humiliating respective girlfriend form of retaliation
taking direction.

3. The predator partner himself either friends, which were secondary receiving persons, might afterwards upload clippings upon internet.

4.  Clipping quickly frames out millions of those viewer's mind, that had seen clipping, original generator might force up becoming 'sex item'
therefore her recognition is badly damaged.

This is case in which predator normalize his frustration, anger considering broken type relationship by promoting not being truth, sexually seductive
portrayal belonging to sufferer, through mishandling knowledge which predator had known originally, which he might save into system, either convey
on electronic device through sufferer herself, either stored into device victim willing herself, that intentionally targeted for publicly defaming sufferer.
On perverse, traditional form of networked porn generated supported by professional models that perform in order to scenic sexual satisfaction
considering viewers. The main target belonging to traditional type networked porn recline into money intake considering creator, distributor
(Bartow, 2008). The main scope behind mentioned description covering retaliation porn through adults also. (Bartow, 2008, pp. 89-90)

We had furthermore partitioned trends belonging to retaliation porn in two vital kinds, that are (a) masked / camouflaged porn (b) adolescent/ teen

porn.
(a)  Camouflaged Porn

Such types p orn pictures comprises user-created (George & Scerri, 2007) along with user- adopted stage of satisfaction. The primary
classification of state of satisfaction includes saving visual pictures of sufferer, that being provided through sufferer to predator. Sorts of contents might
be stored pictures, email photo attachments, sexted messages that were taken from internet video chat episodes either also sufferer state of
satisfaction images that were provided through predator of sufferer. User-adhered content classification might involve doctored images of sufferer,
stolen pictures as of sufferer etc. this type content being upload upon famous social networking websites such as Orkut, Myspace, Facebook,
Bebo etc

Sexting either intentionally computerized taking that of moment in private two teens belonging to opposite gender, either providing images of
oneself along sweep garments through video conferencing and on were latest age trends in order to teens. The social society belonging to Indian culture
principal stops guardians for permitting their children for wearing visibly out (western dresses) that might display more skin. But, place (fast
transforming because prevailing up of recent age flicks, 28 huge d play of utilization of electronic equipment such as cell phones, desktop also
laptop systems shown in famous flicks, TV serials reasoned f adolescents, young adults, slowly lowering of equipment and facilitating of given
equipment for household needs, comfortably provided broadband type of services. The web 2.0 era kids were now utilized for watching both parents
spending time along their digital equipment in order to their themselves professional also personal needs. The net penetrability modifies orthodox
thinking of Indians along with this consequence into modification into formal dress code towards specific adolescent hangouts, also concept to sex
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education at homes along with also on schools have modified 29 which upcoming motivate younger generation for aping Western culture
towards dress ‘sexily' for attracting opposite along with even pass on self-clicked pictures for impressing net perception top school sweethearts along
with dating partners together with also relating with consent clicking of sensual performances (not including penetration) along partner through
partner himself either through automatic equipment which will consequence saves 'moments' into partner's equipment. also though the kind latest
adolescent sensual nature have nurtured a limelight since to known Delhi Public School (DPS) school episode, in which 16 year old boy illegally
rendered up video clipping showing up his sexual activities with his own classmate, a 16 year old girl. We could searched none single Indian
survey along reference towards utilization of this kind of clipping in order to teen retaliation along with legal behaviour belonging to same
extracted prospect of pornography, privacy laws. The excuse can be greatly attached to strict teenaged justice laws existing into India that obstructs
described showcasing of these latest going cases including minors in the form of criminals along with confused stage of laws by the time it
relates towards sufferer supported crimes into cyber space such as in the case of Delhi's DPS school episode.

Regulable Cyber Pornography

India is called as primary country in globe for displaying up official guide to erotica in appearance of Kamasutra. More Interesting, all of us had
mostly comebetween various interesting questions extracting domestic also international researchers indicating legal limits for criminalising seeing
vulgarity by the time all us has temple architectures such as Khajuraho that were erotic, few times exactly to pornographic poses since one receives to
watch into XXX videos along with that attention large amount tourists not respective of country, age, gender. But since, pornography structure name
has still being not being described through laws not like indecency existing long time. Which has been practically tending to non-ending questions
considering law researchers if pornography form showing any crime, along with if similar along indecency. However, in truth, words pornography
along with indecency shows two distinct theories. Relating towards Russel pornography showcase materials which in combination with sex either
genitals exposure along abuse either degrading into type which showcase for endorsing, forgive either encourage this type of behaviour. studies implies
which later on seeing pornography men were much likely starts reducing empathy considering rape sufferer; had incrementing forceful attitude
proactivity; report faith that woman that wore provocative dresses needs for being raped; report anger on women that flirt however later on refuses for
having sex; report reduced sensual interest into corresponding girlfriends either wives; report incremented interest into compelling partners into
unwilling sex episodes. Boys aging between 12- 17 were greatest consumer cluster considering Internet porn. Suggesting that primary images along
with knowledge nearby sex which young boy having exposure to will adapt violence against woman.

Sexting

The problem of sexting arisen of late, all of us has been focusing an incrementing behaviour in teenage gals, adult women also in married
couples, couples live-in relation for getting involved into sexting along with capturing with recording sexual nature acts involving non-penetrating,
penetrating acts. The term sexting been explained into given words:

Sexting terms as sending, resulting getting text messages impairing sexual emotions, sexual pictures by cell phones. However technically sexting
termed any

materials intended to arouse sexual feelings that portray mutually consenting pleasurable acts. Some writers emphasise that such materials contain no
sexist or violent connotations'. This electronically conversed text message that could comprise email message also cell phone message, the term
sexting which is being famously utilized considering showing only cell phone text messages. likewise sexually comprising conversations prevails.
Though starting considering web era, when conversing partners could :

@) only adults, either

(ii) adults-children either
(iii) only adolescent either
(@iv) adult-teens

But, word 'sexting' considering need of sensual text messages by cell phones making widely popular after media section initiated utilizing
word for highlighting the dangers of sensual communication by technology between adolescents. Recently, sexting utilized meaning text
messages that involve person's (adolescent specially) nude images either stripped private organs such as genitals, breasts and so on. either even
sensually having sexual relations of two partners, clicked through himself either herself along support of cell camera, propagating same to peoples,
which basically maker's friends of exact age group, through cell phone either email messages either uploading corresponding communication from
camera devices into social networking websites.

Sexting is being acted through teenagers belonging to adolescent age (ranging between 13-18). In such cases considering ‘sexting
between adolescents, both real creators also original receiver were adolescents. In another terms, in these episodes, adults were not being

participants.

. Cell phone along camera vital device considering developing sexting.

. teens captures images of their stripped bodies either nude private organs either genitals only, afterwards corresponds to
the friends or along few write up text messages either leaving sort message though this.

i This might even involve capturing images into compromising situations further sending this to peoples.

o maximum of sexting episodes primary initiates between boyfriends either girlfriends, either upon demand either for
impressing another individual.

. It could even acted through adolescent capturing images of friends including himself either herself, providing it towards

majority of friends.
. In few episodes, self-taking either also received images were being dispersed to even unknown either known individuals, or
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through mobile phone either also through email, social networking websites. It is however into this phase which anyone
adult receiver, whoever gets message into hefty, circumstances makes participator. However, adult was neither primary

recipient.
* Such kind of dispersion could remained also for taking retaliation since to out bursting of emotional closeness.
i Sexting which are solely acted through, between kids belonging to same school; but, few times this could be inclusion of kids

belonging to various schools also by the time knowing sender secretly either by social networking websites even by the time
angry adolescents wishes to splatter the image towards bigger audience in random fashion.

* Sexting is acted through teenagers that don't acknowledge which it could make legal problem.

* Sexting could develop terrifying mental trauma upon maker as though as receiver. It could also make generator for committing
suicide. It could also make few receiver for turning in for quick bullies to creator.

The secondary describing considering S.354C that of IPC forthcoming saving lady's values by the time she willingly for capturing

sensual episodes along her partner. Such distribution might exist since to two crucial excuses:

(a) not authorised authentication to equipment of woman either her partner that was utilized for capturing or saving pictures illegal
circulation of exact in order to grabbing advantage out of this or through a type of revenge porn that employs non-physical
forms of coercion to extort sexual favours from the victim., either blackmailing, is the crime of intentionally or knowingly
putting sufferer in fear of bodily injury.

(b) Circulation of pictures through male friend himself since of anger either frustration on woman, exact circulation is being
acted way of retaliation porn.

Into episode belonging to former, it makeover episode of the practice of gaining sexual pleasure from watching others when they are naked
or engaged in sexual activity turned in" subjected pornography, that should be viewed form of episode of not authorised authentication to electronic
equipment, also transforming same. Inside such episodes, sufferer needs for lodging a described complaint concerning unauthenticated access for
electronic device, unauthenticated utilization of pictures saved into it, privacy violation through method of promoting compromising images. The
police officer into this type of episodes should keep it into mind set which sufferer woman must not blamed shaping her pictures creator either
publisher. The officer requires for remembering which these pictures are not clicked for disseminating in order to public showcasing, however since to
unauthenticated access towards equipment either towards computer network, pictures has been dispersed. It might behave shaping hacking as
though one angle.

Sextortion (Sex + extortion) which is word used for denoting sensual misuse that of children also adults in which sufferer being
blackmailed along with forcefully for continuing show either pass sexted form of selfies, coming from webcam chat into nude either semi-
nude posture etc then further conveying along her close persons by her hacked mail Id.

Tackling violence against women Online

. In India, Centre made considering Cyber Victim Counselling creates educational cyber-knowledge programs considering
schools, considering parents along with referring community members likewise police force.

. Women's Aid into UK have been developed practical guide considering sufferers belonging to internet abuse named: Digital
stalking: a prominent guide towards technology risks considering sufferers. “Just five protocols for what we could doing upon
website: Don't spam; Don't ask considering votes either engaging into vote change; Don't post privacy information; No
child pornography either sexually adjoining content showing up minors; Don't break website either do any sort of thing
which interferes along normal utilize of website.”

. Heartmob which is actually platform that gives real time help for individuals feeling online type of harassment provides
bystanders concrete reactions they could take for stepping in along with saving day.

* "Cyber Nirapotta Program" have constructed knowledge in 2, 839 female students regarding cyber security through arranging
seminars extracting May 2014 towards August 2014. Bangladesh Telecommunication Regulatory Commission (BTRC) made
a committee along 11 members for preventing Cyber Crime.

. fixing up either helping peer-manage networks (example Cyber Mentors project extracting beatbullying.org, Beat Bullying, )
along with creation of along with education into technical answers for controlling abusive nature is single appropriate act in
order to industry. Research into New Zealand advices which firm must concern not only technical answers although must
also check their impactfulness into helping cyber nature of bullying protests

. COST Action upon cyber bullying: Cooperation into field referring Scientific, Technical Research (COST) which is
international network initiated into October 2008 for tackling “Cyberbullying: coping along negative, improving positive
utilizations of latest technologies, into relationships inside educational settings”. The need is for sharing expertise upon cyber
bullying into educational settings, therefore involves European nations, had links towards Books, Action Poster, Publications,
a Guideline booklet transformed into different languages Turkish, German, Czech considering obstructing cyber-bullying into
school atmosphere.

o “For making invisible visible” is prime aim belonging to Take Back the Tech! Map it! End it!! The project recalls on
women, girls for taking control belonging to technology through telling their particular stories along with shaping narrative. It
also wishes for holding up witnesses along with bystanders accountable. Women, girls could go online along with document
crimes perpetrate along with realising their experiences were not single separated neither acceptable incidents. A
widely-based impactful attack upon cyber violence oppose women requires for aggressively addressing along with
attacking “victim blaming”. This type of destructive reply requires for being addressed in the form of first problem regarding
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concern by single collection belonging to educational, learning tools. There was no condition into that violent act must be
accepted either disregarded form of outcome of poor interpersonal judgement along with social kind of behaviour (“she
should not have been dress up this way either consumed alcohol either invited subjections on herself”).

* In time May 2013, backing week-long thrust through Action, Women, Everyday Sexism Project, Media, along with feminine
activist Soraya Chemaly asked deduction of ostensibly entertaining content comprising rape along with domestic violence.
Facebook replied towards concerted protests on content publishing violence oppose women, however only after fifteen firms,
involving Nissan, feared for pulling their nature of advertisements happens Facebook will not eradicate profiles which revere
may be trivialized violence oppose women. The firm in reverse showcased for updating its terminologies upon hating speech
along with incrementing accountability belonging to content developers along with training staff in accordance much responsive
towards complaints, indicating single victory in order to women's rights all nature activists. “We restrict content made to be
straight being harmful, however permitting content which was offensive either controversial. We describe harmful content in
the form of anything handling actual world property destruction, theft, violence which straight administering emotional
anguish upon a particular private person (example, bullying).”

Conclusion

Silicon revolution which has though effected criminal law infrastructure in which it have been bestride national boundaries along with has merge
up extracting a tribal nature utter towards combine mass belonging to protocols. The enormous internet has became temper belonging to cultural,
legal nature transmission along with form of consequence, unfocused international boundaries, degrading legal frontiers, power belonging to software
architecture have been expanded centre of crime ranging far edges that of globe. Thorny legal problems were consequence along with ideology
actuality belonging to crime surfaces its top form of issue. By the time criminal law being local into nature however at present, it have made over
simmering very large pot that is used for boiling of caustic struggles wherein power considering national legislatures, investigative awareness that
belonging to law- enforcer were being subjected towards largest test, today, criminal law makeover a bundle of sticks bound together of rules ranging
differed judicial preferences, legal cultures. Cybercrimes showcase recent generation belonging to crimes in which electronic offensive has reduced
down legal latitude, whole criminal nature of legal architecture globe over, consisting fact searching, search in order to truth, capturing criminal, was
facing operational, political, technical, legal, challenges.

Nowdays, India could be known an information superpower, however enough, US Internet Crime Complaint Centre, 2009 survey implies
India on fifth level into globe within countries list stumbling beneath effect considering Cyber Crimes. The lone Cyber Act considering India,
Information Technology Act, in 2000, basically a commercial law containing e-commerce transactions, had classify host of Cyber Crimes into its
2008 additions, has also corrected impactful legal infrastructure for ensuring cyber security within nation. But, an isolated Cyber Crime particular
penal code robustly recommended for India that comprises few specific given for protecting exploitable nation class that are women.

Internet along with digital conversation technology had inserted into rural, urban India, however working belonging to Cyber Crime cells into
police stations into various cities, urban areas has been very disappointing. Various cities that are non-metro, rural areas, semi-urban had none Cyber
Crime cells, lack of effective police force for dealing along online torture considering women, general infrastructure for dealing digital crimes,
Internet. The two after facts had made full criminal justice machinery comprising police majorly not willing for dealing along cases belonging to cyber-
crimes in oppose to women. It requires for remembering which we would not have any equal form data any combined view of cyber civil rights
launched through Professor Daniel Citron into United States, specifically for women who had been suffered through Internet, digital crimes which
might had victimized loss of job either social reputation since because of given little provisions extracted traditional nature criminal laws, IT Act as
though as few another gender related laws were now being utilized for dealing along Cyber Crimes targeting women in India.



