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ABSTRACT 

Mail id amit010@yndex.com was made from mobile number either +918574680450 or +917505100791 with Argentina satellite with 

Android A23Pro. Three others mail id are also connected with are amitrastogi1986@gmail.com which is hacked with its social media 

namely Facebook Twitter Research Gate LinkedIn along with. Moreover, amitrastogi1986@rediffmail.com and 

amitrastogi.editor1986@gmail.com both are recover from hacking by password changing. There is IP Network AS 1986 which is associated 

with Network name DNIC-AS-01986 both are advised to Terminated & Close which are associated to Delhi with Public IP  106.66.36.96 to 

prevent misuse of mail id amitrastogi1986@gmail.com. All LAN, WAN, MAN and with Router connection with Network Management, IP 

QoS, DNS, proxy, WLAN settings, DSL, ADSL, MAC, WPS block are associated with mail id amitrastogi1986@gmail.com are advised to 

disconnect & closed As Soon As Possible. Public IP Address106.66.36.96 associated with mail id amitrastogi1986@gmail.com is also 

advised terminated As Soon As Possible. Furthermore, All educational institutions are advised not to misused mail id 

 

Advanced Introduction cum IP Discussion Associated with mail id amit010@yandex.com 

Mail id amit010@yndex.com was made from mobile number either +918574680450 or +917505100791 with Argentina satellite with 

Android A23Pro. Three others mail id are also connected with are amitrastogi1986@gmail.com which is hacked with its social media 

namely Facebook Twitter Research Gate LinkedIn along with. Moreover, amitrastogi1986@rediffmail.com and 

amitrastogi.editor1986@gmail.com both are recover from hacking by password changing. Furthermore, social media such as Research Gate 

at amitrastogi.editor1986@gmail.com is hacked too at JMD Megapolish N N Publication in their Laptop. The IP segment along with mail id 

amit010 which is at yandex included in the autonomous number AS010 with public IP 106.66.36.233 has Location Information Delhi, 

Delhi, India Operation provider Idea Cellular Limited. This public IP and autonomous number are obtained from web page 

http://en.ipshu.com  with Public IP 106.66.37.82, Operation provider used Idea Cellular Limited with Location Information Delhi, Delhi, 

India. The autonomous system number AS010 is/was managed by the Network CSNET –EXT-AS agency under the United States & the 

specific content found in the detailed such as data updated on 2023-06-06T, 10: 34: 36 (https://en.ipshu.com/). 

IP Network Details Associated with amitrastogi1986@gmail.com amitrastogi1986@rediffmail.com & 

amitrastogi.editor1986@gmail.com 

IP Network:  AS 1986  

Network Name:  DNIC-AS-01986 (https://en.ipshu.com/) 

Request URL Details Associated with amit010@yandex.com with special reference to /ipv4/192.168.1.1 

192.168.1.1 is a private IP address which is used to login the admin panel of a router. 192.168.I.I is pre-specified by the router companies as 

the default gateway address to be used to make different changes to the router’s settings. Manufacturers of home routers use private IP 
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addresses, including 192.168.1.1, as the default gateway in lab, allowing users to type http://192.168.1.1 into a web browser to access the 

router admin panel and change router settings. Many routers use the 192.168.1.1 IP address, but it is most commonly associated with 

Linksys routers. Linksys, an American company which is known for its data networking hardware products catered primarily to home users 

and small businesses (https://en.ipshu.com/). 

Discussion Related to Mail id amitrastogi1986@gmail.com Hacking  

Mail id amitrastogi1986@gmail.com is hacked from many years as possibly hacked by the educational institutions where it was made. 

Moreover, mail id amitrastogi1986@gmail.com was made in Dehradun on saying of Dr Arun Kumar in Dolphin (P.G.) Institute of 

Biomedical & Natural Sciences in near August – September 2007 in MSc Biotechnology Class from Siffy Cyber Cafe Dehradun, Prem 

Nagar Dehradun P.O. 248007. Admission Counsellor in Dolphin Institute was Former Lecturer Dolphin Institute Gaurav Sahal who is 

presently General Manager in Sun Pharma Mumbai in Patent Department as Dr Gaurav Sahal. In 2013-14 Dr Gaurav Sahal took myself 

Amit Rastogi to out from his MSc Biotechnology Panel at home address H. No. 952 Shiv Shakti Nagar Moradabad India by Air message at 

Fee receipt given by him during admission in May-June 2006. As Both are involved in hacking of mail id amitrastogi1986@gmail.com. 

Both Institutions Dolphin Institute Dehradun & SHIATS SHUATS AA-IDU Allahabad are involved in hacking of this mail id. Both 

institutions use the way to hack this mail id was Indian Banks & ATM. Moreover, Dolphin Institute has its second Institute in Chandigarh 

too. Researve Bank of India is also involved in it. I informed hacking information of this mail id many where such as Google. Social media 

with this mail id such as LinkedIn, Twitter, Research Gate & Facebook is also hacked which is also informed to all four companies. 

(https://www.dolphininstitute.in/) (http://shuats.edu.in/). There is IP Network AS 1986 which is associated with Network name DNIC-

AS-01986 both are advised to Terminated & Close which are associated to Delhi with Public IP 106.66.36.96. 

(https://en.ipshu.com/my_info). Indian Millatery Academy Dehradun is also indulged in to hacked this mail id & doing Terrorism 

worldwide with Both Instutions. Myself Amit Rastogi did Forensic Investigation Report Indian Millatery Academy Dehradun with Both 

Institutions manywhere. Wild Life Institute of India Dehradun is also associated with them By Dr Arun Kumar Former Director 

Research & Professor Dolphin Institute Dehradun, Former Wild Life Scientist F in Division Zoological Survey of India. 

Discussion of All Educational Institutions is necessary because All Educational Institutes are Associated with Each Other by LAN WAN 

MAN and with Router. Also from Network Management, IP QoS, DNS, proxy, WLAN settings, DSL, ADSL, MAC, WPS block. 

Furthermore, University Grant Commission is also involved in it & Forensic Investigation Report Many Where by Myself. All Research 

Manuscript are self Rejected with all mark sheets are self reject too because of I am finding problem from all those manuscript and as per 

Marksheets & certificates. Moreover, from Research Paper, Research Review Paper, Book Chapter, Book Published during Janurary 2012-

December2021. Furthermore, Dolphin Institute Dehradun did Biohacking with me after publication of Research Review Paper associated 

with URL https://doi.org/10.1016/j.mtchem.2022.101247  (https://192-168-1-1ip.mobi/). 

 

 

Figure Source: https://en.ipshu.com/my_info 

Concluding Remarks 

There is IP Network AS 1986 which is associated with Network name DNIC-AS-01986 both are advised to Terminated & Close 

which are associated to Delhi with Public IP  106.66.36.96 to prevent misuse of mail id amitrastogi1986@gmail.com. All LAN, WAN, 

MAN and with Router connection with Network Management, IP QoS, DNS, proxy, WLAN settings, DSL, ADSL, MAC, WPS block are 

associated with mail id amitrastogi1986@gmail.com are advised to disconnect & closed As Soon As Possible. Public IP 
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Address106.66.36.96 associated with mail id amitrastogi1986@gmail.com is also advised terminated As Soon As Possible. Furthermore, All 

educational institutions are advised not to misused mail id.  
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