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ABSTRACT  

MITRE ATT&CK is a comprehensive knowledge database that captures adversary tactics and techniques based on real-world observations of incidents. Effectively 

defending against these attack tactics and techniques requires the development of tools capable of detecting and preventing them. A crucial aspect of this endeavor 

is the creation of a unified attack tool that can address all identified attack techniques and tactics. By harnessing the power of osquery—an operating system 

instrumentation, monitoring, and analytics framework—it becomes feasible to monitor and analyze the outcomes of these attacks in real-time and conduct global 

historic searches. This capability empowers security researchers and practitioners to identify potential vulnerabilities and enhance their defenses against attack 

techniques. 

The integration of osquery with MITRE ATT&CK provides a powerful combination for security teams to proactively stay ahead of emerging threats. By leveraging 

osquery's flexible querying capabilities and rich dataset, security analysts can easily map observed behaviors and indicators of compromise to known adversary 

techniques and tactics documented in the MITRE ATT&CK framework. The real-time monitoring and analysis of attack results allow for swift detection 

and response to ongoing attacks, minimizing the potential impact on organizational assets. Additionally, the global historic search capability provided by osquery 

enables retrospective analysis of past incidents, aiding in the identification of patterns and trends that can inform proactive defense strategies. 
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1. Introduction 

In today's digital age, cyber attacks have become a major concern for organizations of all sizes and industries. Cyber attackers are constantly evolving 

their tactics and techniques to bypass security measures and gain access to sensitive data. To combat these threats, security researchers and practitioners 

rely on frameworks like MITRE ATT&CK to document and understand these attack tactics and techniques. 

This project aims to develop such a tool based on the MITRE ATT&CK tactics. By leveraging osqueries, an operating system instrumentation, monitoring, 

and analytics framework, we can monitor and analyze the results of these attacks in real-time and global historic search. 

The unified attack tool will enable security researchers and practitioners to quickly identify potential vulnerabilities and improve their defenses against 

attack techniques. With the help of this tool, organizations can stay one step ahead of cyber attackers and safeguard their data and assets. 

Integrating real-time threat intelligence with automated response capabilities, this tool can also help organizations respond quickly and effectively to 

cyber incidents, minimizing damage and reducing downtime. 

2. Literature Review  

A study by Johnson et al. (2020) delved into the effectiveness of osqueries as an instrumentation framework for real-time system monitoring. The research 

demonstrated the capability of osqueries in capturing and analyzing system-level events, providing deep visibility into potential security breaches. The 

study highlighted osqueries ability to generate alerts for suspicious activities, enabling security researchers to proactively detect and respond to threats. 

The integration of osqueries in the proposed approach offers the advantage of real-time monitoring and analysis, enabling organizations to identify 

potential vulnerabilities promptly. In a study conducted by Chen et al. (2019), the researchers explored the development of a unified attack tool to combat 

a wide range of attack techniques and tactics. The paper focused on consolidating various detection algorithms, rule sets, and preventive measures into a 

single tool. The unified attack tool facilitated comprehensive threat detection and prevention, simplifying security operations and enabling organizations 

to effectively defend against evolving threats. The integration of this unified tool in the proposed approach adds a crucial component to the defense 

strategy, allowing for centralized detection and prevention capabilities. 

These research papers collectively highlight the benefits of integrating MITRE ATT&CK, osqueries, and a unified attack tool in improving defense 

against adversary tactics and techniques. The integration offers real-time monitoring, deep system visibility, and comprehensive threat detection and 

prevention capabilities. By leveraging the extensive knowledge base of MITRE ATT&CK, organizations can proactively identify and address potential 
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vulnerabilities. The osqueries framework enhances the approach by providing real-time monitoring and analysis of system-level events. The development 

of a unified attack tool further strengthens the defense strategy, enabling centralized detection and prevention mechanisms. 

3. Hypothesis 

By leveraging MITRE ATT&CK as a knowledge database, developing a unified attack tool that covers all identified attack techniques and tactics, and 

integrating osqueries for real-time monitoring and analysis, it is hypothesized that security researchers and practitioners will be able to effectively identify 

potential vulnerabilities and improve their defenses against adversary attack techniques. 

The hypothesis assumes that utilizing the comprehensive knowledge base of MITRE ATT&CK, along with a unified attack tool, will enhance the 

capability to detect and prevent various attack tactics and techniques. Additionally, the integration of osqueries as an operating system instrumentation, 

monitoring, and analytics framework will enable real-time monitoring and global historic search, allowing for in-depth analysis of attack results. 

It is expected that the combination of these elements will empower security researchers and practitioners to proactively identify potential vulnerabilities 

and enhance their defenses against attack techniques, leading to an improved security posture and better protection against emerging threats. 

4. Methodology 

1. This methodology involves using an ebpf (extended Berkeley Packet Filter) tool to capture system calls via kprobe. Kprobe is a debugging feature in 

the Linux kernel that allows for inserting probes (i.e., breakpoints) into kernel functions.  After capturing the system calls using kprobe, the ebpf tool can 

be used to filter and analyze the data based on the specific parameters needed for the alerting mechanism. 

2. The ebpf tool is used to log data about the process, PID (process ID), and complete ancestor list. The data captured by the ebpf tool can be stored in a 

database or log file for later analysis. This can be useful for identifying patterns of behavior or for forensic analysis in the event of a security breach. The 

ancestor list is the chain of processes that have spawned each other, starting from the root process.  

3. The event alert table can be created based on known attack patterns or suspicious activity identified through threat intelligence feeds or other security 

sources. The parameters used to trigger an alert can be refined over time based on the analysis of captured data and the effectiveness of previous alerts. 

The security team creates an event alert table, which captures specified attacks. This table includes data fields that, if matched to any of the alerted 

parameters, will create an alert.  

4. When an alert is triggered, the detection graph can be used to visualize the event and its relationship to other alerts or system events. This can help to 

identify the scope and severity of the attack and to determine the appropriate response. 

5. Depending on the severity of the alert, the security team may take various actions to mitigate the threat. This could include blocking network traffic or 

shutting down affected systems, or may involve more extensive forensic analysis to identify the source and extent of the attack. 

5. Result and Analysis 

The process_pid, process name, parent_pid, parent process name followed by ancestor list is displayed which are marked as suspicious 
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All the processes marked as an alert are getting registered and a complete ancestor list is being generated for all the alerted processes. This representation 

is further segregated into process events, socket events, file events, dns lookup events and http events depending on the type of telemetry being called. 

The nodes are marked into different colors depending on the severity of the alert to mitigate the process and have more knowledge on the suspicious 

processes. 

6. Conclusion and Future Work 

MITRE ATT&CK serves as a valuable and extensive knowledge database that captures adversary tactics and techniques based on real-world incidents. 

To effectively defend against these evolving attack tactics and techniques, it is crucial to develop robust detection and prevention tools. The creation of 

a unified attack tool that addresses all identified attack techniques and tactics plays a vital role in this endeavor.By leveraging osqueries, an operating 

system instrumentation, monitoring, and analytics framework, it becomes possible to monitor and analyze the outcomes of these attacks in real-time and 

through global historic searches. This powerful capability empowers security researchers and practitioners to proactively identify potential vulnerabilities 

and enhance their defenses against various attack techniques. 

Future enhancements would include integration with Machine Learning and AI: applying machine learning and artificial intelligence techniques to MITRE 

ATT&CK and osquery can improve the detection and prevention of attacks by analyzing large volumes of data, these technologies can identify patterns, 

anomalies, and potential threats that may go unnoticed by traditional rule-based approaches. Expanded coverage and regular updates: continuously 

expanding and updating MITRE ATT&CK to encompass a broader range of attack techniques and tactics will enhance its relevance and effectiveness. 

This includes capturing emerging and sophisticated attack methods and providing timely updates to the knowledge base. 
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