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ABSTRACT:  

Traditionally, network technologies have been built on wireline solutions. However, the advent of the IEEE 802.11 standards has had a significant impact on the 

industry, with wireless LAN technology being integrated into laptops, PCs, printers, cellphones, VoIP phones, and MP3 players in our homes, companies, and 

even public locations. Wireless broadband technologies now give customers with unlimited broadband access that was previously only available to landline users. 

IEEE 802.11, a set of physical layer standards for establishing wireless local area network computer communication in the 2.4,3.6,5, and 60GHz frequency bands, 

is reviewed and summarized in this document. They repair technological faults or add capabilities that future applications are predicted to require. Even though 

some of the earlier versions of these technologies are no longer in use (for example, Hipper (LAN)), we have included them in this assessment for completeness' 

sake. 

 

I.INTRODUCTION 

The goal of developing wireless broadband technology was to deliver services comparable to those provided by landline networks. Cellular networks 

now offer high-bandwidth data transfer for multiple mobile users at the same time. They also offer mobility support for voice communication. Wireless 

data networks are classified into numerous forms based on their coverage region. They are as follows: WLAN: Wireless Local Area Network, which is 

used primarily in residential and office situations and has a cell radius of up to a hundred meters. WMAN: Wireless Metropolitan Area Network; covers 

areas as vast as entire cities in most cases. WWAN: Wireless Wide Area Network, which covers areas larger than a city and has a cell radius of around 

50 kilometers. However, out of all of these standards, WLAN and current advances in WLAN technology will be the focus of our research in this paper. 

 

II.Development of WLAN 

ALOHA net, the world's first wireless computer communication network, was created by a professor at the University of Hawaii. The system went live 

in 1971, with seven computers spread across four islands communicating with a central computer on Oahu without the use of phone lines. [1 Initially, 

wireless LAN hardware was so expensive that it was only used as a backup to cabled LAN in situations where cabling was problematic or 

impracticable. Industry-specific solutions and proprietary protocols were used in the early stages of development, but by the end of the 1990s, these had 

been supplanted by technical standards, particularly the many versions of IEEE 802.11 (in products using the Wi-Fi brand name). 

The European Telecommunications Standards Institute (ETSI) began working on a European alternative known as HiperLAN/1 in 1991, with a first 

version authorized in 1996 

 

1. Architecture: 

Stations refer to all components in a network that can connect to a wireless media. Wireless network interface controllers are installed in each station. 

Wireless access points (WAPs) and clients are the two types of wireless stations. WAPs are the wireless network's base stations. They communicate 

with wireless-enabled devices by transmitting and receiving radio signals. Mobile devices such as laptops, PDAs, VoIP phones, and other smartphones, 

as well as non-portable devices such as desktop computers, printers, and workstations with a wireless network interface, are examples of wireless 

clients. 
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II.Service set 

 

The basic service set (BSS) is a collection of all PHY layer stations that may communicate with one another. Every BSS has a unique identifier (ID) 

called the BSSID, which is the MAC address of the BSS's access point. 

Independent BSS (also known as IBSS) and infrastructure BSS are the two forms of BSS. An independent BSS (IBSS) is a wireless ad hoc network 

with no access points that can't connect to any other basic service set. The STAs in an IBSS are set up in ad hoc (peer-to-peer) mode. 

An extended service set (ESS) is a collection of BSSs that are linked together. A distribution system connects the access points in an ESS. The SSID is 

a 32-byte (maximum) character string that identifies each ESS. 

An expanded service set's access points are connected by a distribution system (DS). A DS is a notion that can be utilized to expand network coverage. 

. traveling from cell to cell The Nintendo DS can be connected or wireless. Although various methods are in use, most current wireless distribution 

systems are based on WDS or MESH protocols. 

 

Type of wireless Lan 

Mobile units communicate directly with one another in ad hoc mode. In infrastructure mode, mobile units connect with each other via a wireless access 

point (WAP), which also acts as a bridge to other networks such as a local area network or the Internet. 

Because wireless communication uses a more open medium than conventional LANs, the 802.11 designers included encryption technologies to 

safeguard wireless computer networks: Wired Equivalent Privacy (WEP), which is no longer regarded secure, and Wi-Fi Protected Access (WPA, 

WPA2, WPA3). Many access points will also support Wi-Fi Protected Setup, which is a rapid but insecure technique of connecting a new device to an 

encrypted network. 

. 

B.Infrastructure 

The majority of Wi-Fi networks are set up as infrastructure. Wireless clients, such as laptops and smartphones, connect to the WAP to join the network 

in infrastructure mode. A physical network connection is normally present, and the WAP may have permanent wireless connections to other WAPs. 

WAPs are typically fixed and provide service to client nodes within a certain range. Multiple WAPs with the identical SSID and security configuration 

can be found on some networks. In such instance, connecting to any WAP on the network will connect the client to the network, and the client software 

will attempt to connect to the WAP that provides the greatest service, such as the WAP with the strongest signal. 

 

Peer-to-peer: 

 

 

Peer-to-Peer or ad hoc wireless LAN 

https://en.wikipedia.org/wiki/File:Wlan_adhoc.png
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An ad hoc network is one in which stations only connect with one another (P2P). There is no base, and no one will let you to speak. The Independent 

Basic Service Set is used to do this (IBSS). A Wi-Fi Direct network is a sort of wireless network in which stations communicate with one another 

directly. Wireless devices within range of each other in a peer-to-peer network can discover and communicate without the use of central access points. 

The group owner acts as an access point in a Wi-Fi P2P group, while all other devices are clients. In the Wi-Fi Direct group, there are two basic ways to 

find a group owner. In one method, the user manually creates a P2P group owner. The autonomous group owner technique is another name for this 

method (autonomous GO). The second method, dubbed negotiation-based group creation, pits two devices against each other based on the intent value 

of the group owner. The device with the highest intent value becomes the group owner, while the other becomes a client. The value of the group owner 

intent can be determined by whether the wireless device performs a cross-connection between an infrastructure WLAN service and a P2P group, the 

wireless device's available power, whether the wireless device is already a group owner in another group, or the first wireless device's received signal 

strength. 

 

C.Bridge: 

A bridge is a device that connects networks of various types. Devices on a wired Ethernet network can be connected to a wireless network using a 
wireless Ethernet bridge. The bridge serves as a wireless LAN connecting point. 

D. Wireless distribution system: 

In an IEEE 802.11 network, a wireless distribution system (WDS) allows access points to communicate wirelessly. It enables the expansion of a 

wireless network using many access points without the need for a wired backbone, as is normally required. The MAC addresses of client packets are 

preserved over links between access points, which is a significant advantage of a WDS over alternative methods. [4] 

A main, relay, or remote base station can all be used as an access point. A wired Ethernet connection is usually used to link a main base station. A relay 

base station sends data to a main or another relay base station from remote base stations, wireless clients, or other relay stations. A remote base station 

accepts wireless client connections and forwards them to relay or main stations. MAC addresses, rather than IP addresses, are used to establish 

connections between clients. Because it looks to bridge and accept wireless clients at the same time, WDS capabilities is also known as repeater mode 

(unlike traditional bridging). For all customers connected wirelessly, throughput is halved in this way. 

 

Roming 

 

Roaming among Wireless Local Area Networks 

There are two definitions for wireless LAN roaming: 

I Internal roaming 

If the signal strength is too weak, the Mobile Station (MS) will move from one access point (AP) to another within a home network. MS is re-
authenticated through 802.1x by an authentication server (RADIUS) (e.g. with PEAP). The home network is where QoS billing takes place. When a 

Mobile Station moves from one access point to another, the flow of data between the Mobile Station and a network-connected application is frequently 

disrupted. The Mobile Station, for example, checks for alternate access points on a regular basis (ones that will provide a better connection). The 
Mobile Station eventually selects to re-associate with an access point with a stronger wireless signal, based on proprietary methods. However, the 

Mobile Station may lose connection with one access point before associating with another. The Mobile Station must normally have software that offers 

session persistence in order to provide reliable connections with applications 

II External roaming 

The MS (client) connects to another WISP's (Wireless Internet Service Providers) WLAN and uses their services (Hotspot). The user can utilize a 
foreign network independently of their home network, as long as the foreign network allows visiting users. For mobile services in a foreign network, 

unique authentication and billing mechanisms are required. 

 

Application 

Wireless LANs can be used for a variety of purposes. WLANs today range in size from modest in-home networks to huge campus-sized networks to 

fully mobile networks on planes and trains. 

WLAN hotspots in restaurants and hotels, as well as portable devices connected to 3G or 4G networks, allow users to access the Internet. To connect 

the network, these types of public access points frequently do not require registration or a password. Others can be accessed with registration or 

https://en.wikipedia.org/wiki/File:Roaming01.svg
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payment of a charge. 

With no changes to the existing hardware, existing Wireless LAN infrastructures can be used as indoor positioning systems. 

Prospective Developments The subject of "cooperative diversity" could be a potential development path for wireless LAN technology. Cooperative 

diversity can be thought of as a hybrid of MIMO and mesh networking approaches. Redundancy in transmission is achieved in a cooperative diversity 

system in a similar way to MIMO diversity transmission. However, rather of relying entirely on the originating device, the redundant transmission is 

accomplished with the help of third-party devices. Third parties who can successfully decode an ongoing exchange will effectively regenerate and 

transmit the original transmission with suitable coding in a cooperative diversity scheme to increase the effective connection quality between the 

intended parties. 

Developments in History Regulatory restrictions on the usage of unlicensed airwaves influenced the development of the air interface for the first 802.11 

standard. The Federal Communications Commission (FCC) developed rules in the United States to assure fair and equitable access by requiring a 

particular level of robustness against interference via spread spectrum techniques. As a result, the early 802.11 standard's spectral efficiency was quite 

low, realizing.  

 

Conclusions:  

Wireless LAN technology has advanced dramatically in terms of rate, range, and spectral efficiency in recent years. These advancements, which were 

once hampered by legislative policies governing the use of unlicensed spectrum, are now wholly driven by technological innovation and end-user 

application demand, which shows no signs of slowing. As new technology advances emerge, the constraints of enabling low-power operation will 

become more difficult to overcome, while new opportunities to reduce power consumption will emerge for creative designers. 
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