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A B S T R A C T 

                    There are many benefits in the internet and it allows users to use web applications in many ways. The internet is a transformative and 

fast growing technology. Whenever the internet technology upgrade, it also bring new security challenges to web services because of the scattered 

and open nature of the internet. A simple weakness in the code can assist / utilize by an attacker to gain unauthorized and perform a hostile actions. 

This vulnerability scanner helps to detect vulnerabilities in web application. 
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1. INTRODUCTION 

1.1 Vulnerability Assessment  

 

                         Web Vulnerability assessment is the process of scanning the Web application system or a community to discover the weak point and 

loophole in that. These loopholes can offer backdoor to attacker to assault the victim. A device may also have get entry to manage vulnerability, Boundary 

circumstance vulnerability, Input validation vulnerability, Authentication Vulnerabilities, Configuration Weakness Vulnerabil ities, and Exception 

Handling Vulnerabilities etc 

 

1.2 Proposed System 

                             This technology is designed to replace the current manual scanning technique, which consume more time, less interactive and extremely costly. The development of 

reports and the identification of various sorts of vulnerabilities will be the key elements of this system, which will also include the storage of scanning 

data, the start of operations, and the generation of reports.  

 

1.3 Advantages of the Proposed System 

 

 User friendly registration System 

 Fastest Wed Spider/Crawler 

 Easy to control Session 

 Free Registration 

 Wide range of Tests 

 Fastest Scanner 

 Search for a particular Websites if  Once it is use 

2. System Works 

In this content we going to see how the system works 

URL Crawling:  
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                                                The main use of the Url crawler nothing but from the search engine it crawl the URL. .So basically the URL 

Crawler is used to crawl the web pages for the specific search it'll automatically crawl the URL’s and could display limited URL’s or web 

pages while we search any key-word the limit is given as much as 6-7 web pages will display after we can look for the specific Keyword. 

 

Search Engine:  

                                        Search engine is nothing but a software which was designed to  search a information on the online network using a 

keyword to helps the people. 

 

Remote Sites:  

                             After completing Search in search engine it will show us some site as result. When we click particular site URL on the result, 

from that we again get multiple URLs, Which means the web sites are recursively known as for this the listing traversal is used in the remote 

site in order that the variety of web sites on a selected seek can be appear. 

 

3rd Party Database:  

                              

                               The third party database is used to check whether the site is corrupted or it’s a black listed site. If the site is black listed it 

gives the message for that it is specifically to test Vulnerability of black listed sites. 

 

CMS Scan: 

                       CMS Scan is nothing but content management system scan. It was use to inspect the core site of system to identify the 

vulnerability on your current system version. Joomal, Wordpress are some toold used for CMS. 

 

URL Scan:  

                The GET and POST was two type of method used for URL scan. By using GET and POST method we can check the vulnerability 

for Url. For GET method a particular pattern is been define and for each URL those particular pattern is implemented to test Vulnerability 

while in POST technique no particular type of pattern is implemented on this the whole URL is implemented to test Vulnerability 

    

 

3. Conclusion 

               Thus the Vulnerability Scanning toolkit can be successfully developed using the Php. This includes many tools which are combined in a single 

source which can be useful for Vulnerability Scanning. This project's benefits are its simplicity and friendliness. The software program is designed to be 

as user-friendly as possible. 
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