
International Journal of Research Publication and Reviews, Vol 2, no 11, pp 1308-1309, November 2021 

 

International Journal of Research Publication and Reviews 
 

Journal homepage: www.ijrpr.com ISSN 2582-7421 

 

A Systematic Review on Techniques of Anonymization 

Seema Sahu 

Kalinga University,Raipur, Chhattisgarh, India 

seemasahu1304as@gmail.com  

ABSTRACT 

Distribution of microdata must address the critical issue of information protection. Strategies for maintaining anonymity frequently aim to provide solitary 

security with little impact on the type of information released. Recently, a few approaches have been popular for guaranteeing security ensuring or maybe 

reducing data loss to the maximum extent possible. In other words, they also improve the anonymous system's adaptability to bring it even closer to reality and 

then to suit the diverse needs of the general public. For them in the interim, many computations and propositions have been made. This paper provides an 

overview of privacy-preserving anonymity approaches. This paper's overview of anonymity models, notable execution methods with its limitations.  
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 Introduction 

There is a significant amount of sensitive personal data in databases today. Therefore, it's important to develop data structures that can limit the 

significance of personal information. Think of a hospital that maintains patient records as an example. The medical facility wants to reveal information 

to a company in a way that prevents the company from assuming that patients have a particular ailment. One method of explicitly indicating protection 

measures is to designate sensitive information as inquiries and use outstanding security, a very strong security concept that ensures that the other 

inquiry answered by the data won't reveal any information regarding the sensitive information.  

Security Preserving Data Publishing  

It makes sense that different government and organisation foundations would collect personal information about people for the purposes of information 

analysis. These relationships promote the distribution of "adequately private" thoughts over these gathered data via the information examination. 

Privacy could be a double-edged sword: there should be enough security to prevent someone from disclosing sensitive information about the general 

public, and at the same time, there should be enough information to carry out the inquiry. Additionally, an adversary who has to gather sensitive 

information from the uncovered views occasionally has knowledge on the populace inside the data. The main objective is to convert the initial data into 

a strange kind in order to stop it [1].  

Information Anonymization  

Information anonymization is the process of removing consistently identifying material from informational indexes so that the general public cannot be 

identified as the subject of the information. It permits the interchange of information over a limited distance, such as between two offices inside a focus 

or between two offices, while reducing the risk of accidental discovery and under certain circumstances in a way that facilitates post-anonymization 

inspection and analysis. This system is used as part of projects to increase the security of the information while allowing it to be analysed and used. In 

order to maintain the distinctive evidence of the crucial data, it modifies the information that will be used or sent. There are many different information 

anonymization techniques, such as k-anonymity, l-diversity characteristics, and t-closeness. 

 

k-Anonymity: The fundamental design of k-anonymity is to protect a dataset from being re-identified by aggregating the traits that could be utilised 

in linkage attacks (semi identifiers). If each data item in a data set cannot be identified from at least k-1 optional information items, the data set is said to 

be k-anonymous.  
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In order to avoid disputes arising from attackers' potential retention of microdata through the identification of numerous data records, [2] suggest 

providing security and protection over intermediate data sets. Encryption of all datasets in general society's cloud computing stage in earlier systems 

may be incredibly time-consuming and expensive. To ensure some information usage and security safeguarding, we therefore provide new, novel upper 

bound protection spillage requirement based ways to give which commonplace information records request to be determined and which do not.  

  

Points made by [3] provide protection for the creation of information. Usage of information and reluctance to reveal personal information are more 

important under security. K-secrecy, one of the information anonymization techniques, prevents the disclosure of personal information, however it is 

rarely used. L-differing characteristics, another technique, will provide the security of sensitive data. In order to maintain privacy, the developer [4] 

advises that L-Diversity be Lonely Enough. In this process, anonymization is accomplished by distributing individuals to a group larger than or equal to 

the estimate of the semi-identifier k. 

 

Saving security, according to [5], is essential yet at the same time slows down the release of small amounts of information. When it comes to trait 

disclosure, K-namelessness is not doing well. An ordinal separation based affectability mind full differing attributes metric model is the new system 

that we suggest. The K-anonymized table is the only place where the many touchy property attributes are done. We must group the credits pertaining to 

the first, second, and third levels in order to compare the levels of the initial group. Additionally, the degree of many traits is equivalent to the entire 

table. The categorical features are the main focus of this technique.  

 

According to [6], k-anonymity fails to achieve quality revelation while l-assorted quality plans achieve quality exposure. Cutting the illation from 

released tiny scale features is the topic of the second information anonymization technique. Here, we emphasise a different strategy for achieving l-

differences on the degrees of delicate features' affectability. This strategy is known as a noteworthy special l-SR differing qualities. These results show 

that our calculation performed better in terms of reducing the illation of sensitive data and achieved the same level of information quality as other 

information distribution algorithms. Finally, two metrics, the entropy metric and the variance metric, allow us to assess the nature of distributed 

information.  

 

Information anonymization solutions that save protection are pointed out by [7]; the two main protection displays are k-anonymity and €-

differential security. The growth of private, sensitive information depends on the Bucketization method, and t-closeness is the enhancement of k-

obscurity. Understanding the exposure issues that are distributed is the core goal of t-closeness. An information record is said to be t-close if, for each 

horde of information managing a joining of semi-identifier quality assess, the gap between the conveyance of the same secret appointment in all 

information records and the circulation of each private property in the group is as close to t as possible [8,9,10]. The advancement known as 

bucketization is used to achieve t-closeness. In the unlikely event that the Bucketization calculation is overly. 

 

Conclusion 

In this essay, we discussed information anonymization and privacy-preserving information distribution. We also discussed several anonymization 

techniques, with k-anonymy—which combines generalisation and suppression—getting the bulk of our attention. The final section discusses the 

generalisation technique and how it is used to protect data that is primarily used for data analysis. 
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